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INTRODUCTION

Two years into the COVID-19 pandemic, efforts to control coronavirus in the United States have undeniably fallen short. Making matters worse, infectious disease experts fear that the spread of diseases from animals to humans could become more common going forward. One former public health official has warned: “This is not a once-in-a-century event. It’s a harbinger of things to come.” Unfortunately, then, it seems that we will have ample
opportunity to learn from our current failures, and it is imperative that we do so.

As the increasing number of breakthrough COVID-19 infections demonstrates, one important lesson to note is that vaccinations alone may not be sufficient to fully eradicate a virus. This is especially true in places where vaccination rates remain low, and the burden on the health care system is more significant. Consequently, it may be necessary to deploy other nonpharmaceutical interventions.

Contact tracing is one of the most powerful weapons for controlling the spread of infectious diseases—and therefore one of the most promising complementary interventions available. A familiar instrument in the public health toolkit, traditional contact tracing is implemented through public health authorities and involves four steps: reporting, investigating, identifying, and following up. Yet traditional contact-tracing methods may fall short in the context of fast-moving, widespread outbreaks—especially with a virus that can be transmitted asymptomatically, such as COVID-19. As a result, early in the outbreak, many government officials turned to technological tools to augment their ability to track the spread of the disease. This Article focuses on one tool that was met with initial enthusiasm but ultimately failed to scale: digital contact tracing. Digital contact tracing seeks to approximate the process of analog contact tracing, typically by employing smartphone apps,
which use either geolocation or Bluetooth data to discern when an individual has been exposed to the disease.

This Article takes a closer look at digital contact tracing in the United States during the coronavirus pandemic and why it failed. It begins by explaining the shortcomings of traditional analog methods and the resulting need for digital contact tracing. It then turns to the norms regarding consent, the scope of the data collected, and the limits on subsequent use necessary for cooperative surveillance. We argue that any successful digital contact-tracing program must incorporate these elements. Yet while necessary, those strategies alone may not be sufficient. People justifiably lack trust in public health authorities, in new technologies, and in the tech industry itself. Consequently, we conclude that public health authorities must do more than simply seek consent, minimize collection, and prohibit subsequent use. They must take proactive steps to establish public confidence in digital contact tracing.

I. WHY DIGITAL CONTACT TRACING?

One might ask why we should employ digital contact tracing tools in the first place. The answer is that traditional contact tracing is unlikely to operate at the necessary scale or with the necessary speed to contain a global pandemic. Manually tracking the spread of such a disease requires recruiting, educating, and dispatching what one author called “an army of public health workers.” On this scale, contact tracing is unprecedented and presents

---


a Herculean task for a public health system that has faced inadequate and ever-decreasing budgets for over a decade. But even setting lack of resources aside, the nature of COVID-19 presents challenges to traditional analog contact tracing for at least two reasons: “[t]he number of secondary infections generated by each new infection and the proportion of transmission that occurs before symptom onset.”

A. The Need for Digital Contact Tracing

First, COVID-19 is easily transmissible. Traditional contact tracing relies on an individual’s ability to identify the people that they may have infected. It works best when transmission requires close, sustained contact with known individuals. For example, contact tracing is particularly useful for tracking the spread of sexually transmitted diseases. It is less effective when an infectious disease can spread through respiratory particles that can infect strangers in public places who are impossible to identify after the fact. Thus, a successful COVID-19 contact-tracing program would have to include information about more than just intimate contacts. Under these circumstances, even the most skilled contact tracers and most cooperative contacts will be unable to identify all the potentially exposed individuals.

Second, individuals with COVID-19 can spread the disease without any accompanying symptoms. This infectious-but-
asymptomatic, or presymptomatic, period could span several
days. An individual without any identifiable symptoms is less
likely to take precautions against spreading the disease or reduce
activity due to feeling unwell. The need to identify everywhere that
someone went and each person they encountered over a two-week
stretch presents enormous challenges.

Given these realities, even the most efficient analog contact-
tracing programs may not be fast enough to outpace COVID-19.
Members of the tech industry—including behemoths like Apple
and Google as well as lesser-known startups—happily adopted this
narrative and jumped in to offer their services in COVID-19’s
early days. In fact, Apple and Google joined forces in an unprece-
dented effort to create a contact-tracing application programming
interface (“API”) designed to work across their otherwise intention-
ally incompatible operating systems.

B. How Digital Contact Tracing Works

The most well-known exposure tracking and notification tech-
nology arose out of a joint effort on the part of Google and Apple.
The Apple/Google API worked in conjunction with approved public
health authorities’ programs, meaning that Apple and Google
made digital contact tracing possible by providing the technologi-
cal tools. However, public health authorities had to either develop
and deploy their own apps or support the API’s app-less Exposure
Notifications Express function. If there was an app, users had to
download it. However, whichever method public health authorities
employed, users had to consent to its terms of service and then
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CoV-2 Transmission Suggests Epidemic Control with Digital Contact Tracing, 368 SCI. 619,
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developer.apple.com/documentation/exposurenotification/supporting_exposure_notification
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19. APPLE & GOOGLE, supra note 14, at 3.
opt in by enabling the contact-tracing function on their phones. This API not only formed the basis of many contact-tracing programs implemented or contemplated by various U.S. states but also employed privacy advocates’ preferred methodology—decentralized data storage. That this mechanism consciously designed to win public support nevertheless failed to do so renders it a particularly interesting case study.

The API used Bluetooth technology to detect a contact event between two different devices. Once a user enabled the technology, the user’s device would send out a “beacon” that included “a random Bluetooth identifier,” which the companies described as “a string of random numbers that aren’t tied to a user’s identity and change every 10–20 minutes for additional protection.” Other people’s phones also using the technology would be “listening” for those beacons, as well as broadcasting beacons of their own. When two devices came within a certain proximity of one another, they recorded each other’s beacons and stored those identifiers securely on their respective devices. The Bluetooth technology used signal strength to approximate physical distance.

However, the individual public health authorities could decide how they wanted to define what constituted a contact event for the purposes of their individual program, such as the amount of time the devices were in contact or their approximate distance from one another. A person who tested positive for COVID-19 would enter that diagnosis into the system, which would then upload their set of identifier codes to a server. At least once daily, the API would download a list of the beacons belonging to people who uploaded positive diagnoses. The exposure notification system then matched those positive codes to the codes stored on individual devices.

---

20. *Id.* While all updated operating systems now contain the contact-tracing software, the default setting opts users out of digital tracking. A user must first enable the technology, then the user’s device would send out a “beacon” that included “a random Bluetooth identifier.” *Id.*


23. *Id.*

24. *Id.*
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26. *Id.* at 6–7.

27. *Id.* at 3.
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of a match, a user’s phone would inform her that she had been exposed and would advise her on next steps.\textsuperscript{30}

As an alternative to the Bluetooth system, digital contact tracing can also use geolocation data. Rhode Island developed its contact-tracing app, CRUSH COVID-RI, with Infosys, an Indian tech company with an office in Providence, using GPS location data.\textsuperscript{31} It recorded anywhere a user had been for ten minutes or more and stored that information on the user’s phone for twenty days.\textsuperscript{32} North and South Dakota worked with Fargo startup ProudCrowd to create Care19 Diary, using GPS location data.\textsuperscript{33} To be sure, contact-tracing programs that use geolocation data rather than Bluetooth beacons may be more effective because location data tends to be more reliable.\textsuperscript{34} However, they also have limitations. For example, GPS technology may not account for certain types of topography in rural environments or multistory structures in urban environments.\textsuperscript{35} They are also more prone to concerns about invasions of privacy and violations of civil liberties because GPS location information is both captured and stored in a database and individually identifiable.\textsuperscript{36}

\textsuperscript{30} Id.


\textsuperscript{32} Mooney, supra note 31.


\textsuperscript{35} Winkler & Haggin, supra note 31.

Apple and Google tried to assure the public that their API was trustworthy. They built multiple features into their technology, such as the ability of users to opt in—and opt out—of participation at any time; the absence of GPS location or other potentially identifying data; user control over whether to share data; the changing identifier numbers to prevent tracking; private and personal notifications on users’ devices; the anonymity of users, even when reporting a positive test; the limiting of access to approved public health programs; and the promise to disable the notification system regionally once it is no longer needed. In fact, while we do not weigh in on the Apple/Google API’s effectiveness as a disease tracker here, some public health officials and commentators concluded that the system was so solicitous of individual privacy that it was destined to fail to adequately track the disease.

At least on its face, the API appears to conform to the norms of public health data collection. It was consent-based, requiring users to consent to tracking and promising that “the choice to use this technology rests with the user, and they can turn it off at any time.” Moreover, Apple and Google barred institutions, such as several universities that encouraged students to use Bluetooth-based apps when they returned to campus, from making app use mandatory.

Like traditional analog contact tracing described in section I.A, the Apple/Google API limited the scope of collection to conceal individuals’ identities. The design precluded the ability to link the “beacons” back to a single person’s phone, making aggregation of data about that person’s movements, activities, or social contacts over time nearly impossible. The companies promised not to share users’ identities with other users or with the companies

---
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themselves. Additionally, Apple and Google vowed to disable the exposure notification system on a regional basis as the COVID-19 threat subsided, so collection would theoretically stop when it was no longer needed.

Apple and Google also appeared to limit subsequent use. Recall that the API would only operate in conjunction with a public health authority’s program—either by developing an app or by supporting Exposure Notifications Express. Apple and Google promised to screen these programs “based on a specific set of criteria designed to ensure” that they operate solely for public health purposes. The companies assured potential users that government agencies would never have direct access to individual data. Instead, all relevant data would be stored on individual devices, not collected into a database that could be repurposed for other kinds of searches. And finally, Apple and Google explicitly stated that “there will be no monetization from this project by Apple or Google.”

* * *

In sum, while contact tracing has been essential to disease control in the past, traditional analog methods may be unable to successfully track the spread of novel, highly infectious pathogens. Consequently, public health authorities may need to turn to digital tools for COVID-19 and other novel diseases presenting similar challenges. However, unlike other forms of government surveillance using technology, digital contact tracing relies on the cooperation of the people being tracked. The following Part explains why.

II. DIGITAL CONTACT TRACING AS COOPERATIVE SURVEILLANCE

Digital contact tracing offers a potentially transformative capability to fight infection. To succeed, however, it requires consent and cooperation. No matter how scientifically sound a public health policy is, it will still need buy-in from the public, who may

---

44. See id.
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view it as an intrusion into their private lives.\textsuperscript{51} In our other work on government data collection, we discuss the need for individuals to cooperate with surveillance efforts.\textsuperscript{52} Cooperative surveillance, like that used in public health initiatives, requires the individuals being surveilled to be willing, active participants in the program. As such, cooperative surveillance is consensual and respects individual rights and liberties by limiting the kinds of data that the government collects and its ability to repurpose that information. In this Part, we argue that digital contact tracing must proceed under the cooperative model to succeed, even—and perhaps especially—if it uses tools more readily associated with coercive models, like digital data collection.

\textbf{A. Role of Consent}

A critical mass of people must adopt the technology for digital contact tracing to be effective. Some researchers claim that certain technologies could slow the spread of COVID-19 with only partial uptake,\textsuperscript{53} while others have been less optimistic.\textsuperscript{54} One study estimates that eighty percent of all smartphone users (fifty-six percent of the total population in the study) would need to use an app to successfully suppress the spread.\textsuperscript{55} Still others argue that any use of digital contact tracing will have some beneficial effect on reducing the virus’s spread.\textsuperscript{56} Yet whether Americans would be willing

\begin{itemize}
\item \textsuperscript{52} Emily Berman, Leah R. Fowler & Jessica L. Roberts, Cooperative Surveillance (work-in-progress) (on file with authors).
\item \textsuperscript{53} Ferretti et al., supra note 13.
\item \textsuperscript{54} Amy Taxin & Adam Beam, California Releases Smartphone Virus Tool as Cases Soar, ASSOCIATED PRESS (Dec. 7, 2020), https://abcnews.go.com/Business/wireStory/california-unveils-smartphone-tool-trace-virus-cases-74587255 [https://perma.cc/R9MU-X3VE] (quoting University of California, Irvine, public health professor Andrew Noymer as saying, “In a purely epidemiological perspective, uptake is everything. If about 10% of people do it, it’s useless”).
\item \textsuperscript{56} Matthew Abueg et al., Modeling the Combined Effect of Digital Exposure Notification and Non-Pharmaceutical Interventions on the COVID-19 Epidemic in Washington State, NPJ DIGIT. MED., Mar. 12, 2021, at 1, 4–5, https://doi.org/10.1038/s41746-021-00422-7 [https://perma.cc/RS6Y-EH6N].
\end{itemize}
to opt in to digital contact tracing at the necessary rates is a source of much concern. Many remain unsure and reluctant to participate.

Due to this hesitance, some commentators have called for mandatory participation. Unlike analog contact tracing, digital contact tracing could theoretically occur without express user consent, much like what occurs in adversarial surveillance. The government could enlist tech companies like Apple and Google to embed programs that automatically convey the relevant information to public health authorities in the software of their cellphone operating systems. Some experts advocate following that path. Professor Alan Rozenshtein, a national security scholar, has stated that “[i]f bending the curve is the highest priority, then participation in effective disease-surveillance programs should be mandatory.”

A less draconian—yet potentially still effective—possibility would be to allow individuals to opt out of digital contact tracing. Instead of depending on individuals to agree to surveillance, public health authorities could use embedded technology to track people, as in mandatory digital contact tracing, but give them the ability to disenroll from the program. Put simply, they could change the default. Defaults are famously sticky because people are prone to inertia. All things held equal, when faced with a difficult choice, people will often do nothing. Opting people in by default—yet with a choice to opt out—has been a policy suggestion for other kinds of public health interventions because it arguably promotes


participation in socially valuable conduct (through the default) while simultaneously respecting individual autonomy (through the option to opt out). However, some—including one of the authors—have challenged defaults and similar nudging tactics as failing to provide meaningful choices, particularly for certain disadvantaged populations.63

That being said, both mandatory digital contact tracing and its gentler cousin, opt-out digital contact tracing, will be ineffective on their own. The whole point of digital contact tracing is to track and stop the spread of disease. On their own, neither mandatory nor opt-out digital contact tracing can accomplish these goals. Even if every individual had COVID-19 tracking tools automatically embedded in their cellphones, public health authorities would still need people to buy into the contact-tracing system voluntarily for several reasons.64

First, the information collected by any digital contact-tracing tool will be incomplete. Neither geolocation nor Bluetooth proximity data—the two primary technologies used in COVID-19-tracking apps—take into account the use of personal protective equipment—like masks and face shields—or even walls.65 Relying on digital contact information alone could therefore over-identify the number of individuals who would need to self-isolate or self-quarantine.66 Reliance on geolocation data also risks being

64 See David Wallace-Wells, People Don’t Trust Public Health Experts Because Public Health Experts Don’t Trust People, N.Y. Mag. (June 20, 2020), https://nymag.com/intelligencer/2020/06/american-public-health-experts-coronavirus-masks.html [https://perma.cc/4YZT-Q7HE] (suggesting that messaging on both ends of the extremes prevented America from responding to the pandemic with a more moderate approach, which has proven effective in countries like Japan).
65 See supra section I.B.
underinclusive, particularly in rural areas or areas with challenging topography or multilevel structures. Public health authorities need access to more information than digital devices can provide if they are to make informed recommendations. Any digital contact-tracing efforts must be undertaken alongside, not in lieu of, more traditional methods.

Second, any contact-tracing program’s success requires that tests be available and that individuals get tested in the first place. Absent confirmed diagnoses, there is no way to know who should be contacted and advised to self-quarantine. Under existing digital contact-tracing proposals, most individuals must take it upon themselves to get tested and share that information with the app.

Third, people must be willing to follow the app’s recommendations. Merely tracking spread is not enough to slow a pandemic. Individuals exposed to COVID-19 must then take the necessary precautionary measures and self-quarantine. Even though the government can impose involuntary quarantines, they are not self-enforcing, and they are subject to a certain amount of process, which means delay. In the case of COVID-19, the disease spreads so quickly that if a person does not get tested quickly or elects not to follow control measures even temporarily, a significant outbreak may occur.

And finally, a mandatory contact-tracing system perceived as too intrusive or draconian could potentially backfire by inspiring people to resist being tested, withhold necessary information, or fail to comply with recommendations. Likewise, people may prefer opting in, so a program that allows individuals to opt out could also result in distrust and subsequent noncompliance. Thus, developing a cooperative digital contact tracing regime based on trust and enjoying widespread public buy-in is essential to success. While adversarial surveillance is central to certain government functions, like national security and law enforcement, it may be fatal to public health in certain circumstances. Successful digital contact
tracing must then follow a cooperative model and operate based on consent.

B. Scope of Collection

Because of the massive data collection capabilities of the technology, digital contact tracing threatens to expand the scope of collection beyond typical disease tracking activities. Any such program must therefore devise a mechanism to minimize data collection and to preserve users’ privacy by concealing individual identities.

While theoretically anonymous, digital contact-tracing data—especially if combined with other kinds of information—could actually reveal intimate details about a person. Some digital contact-tracing apps, for example, use geolocation to assess whether an individual has come near an infected person.\(^70\) However, even anonymized information remains identifiable when it comes to location data because a person’s movements are often unique to them.\(^71\) Digital contact tracing built on geolocation combines two incredibly sensitive kinds of user information: location data and health data.\(^72\) In testimony to the Senate Committee on Commerce, Science, and Transportation, Professor Ryan Calo told members that he had “no doubt that abuse of location and health status information by governments or corporations would have significant negative impacts on citizens and consumers.”\(^73\)

---


72. Paper Hearing, supra note 71.

73. Id.
Comprehensive location data collection, moreover, could go well beyond revelations of private or potentially embarrassing information. It could also include information indicating that someone was in the vicinity of a crime when it was committed, violated the terms of her visa, or other information that could lead to consequences unrelated to public health.

To avoid unwanted intrusions, public health officials must limit the scope of the information collected in digital contact tracing. As a public health initiative, any digital contact-tracing program must have a clear, scientifically justified purpose for collecting data. This mandate includes several elements. As an initial matter, it means that before any program is implemented, there must be some indication that it will be effective. Moreover, it must be narrowly tailored to achieve its public health goal. Thus, some experts emphasize ensuring that the data collection—including its use of digital tools—is truly necessary in the first place. If, for example, the nation lacks the testing capacity or the resources required to render digital contact tracing efficacious, there is no need to begin collecting information in the first place. Similarly, if the technology itself cannot function as designed, that alone should preclude its use.

Second, if the collection is justified, developers must tailor any new technologies they create to the program’s specific goals. At the bare minimum, digital contact-tracing apps should abide by the public health norm of collecting the minimum amount of data needed to achieve the articulated purpose. Public health authorities, not technology companies, must decide which data digital

---


77. Daskal, supra note 75.

contact-tracing tools collect.\textsuperscript{79} In other words, public health officials should design digital contact-tracing programs based on public health needs, not technological capabilities.

And finally, contact tracing itself should stop after the pandemic has subsided. Many commentators have argued that any digital contact-tracing program must include clear sunset provisions to ensure that it comes to an end when the crisis is over.\textsuperscript{80} Providing clear rules about when to discontinue the program can also help mitigate concerns about mission creep. It is important to prevent ongoing health surveillance of this type and magnitude from becoming a post-pandemic norm.\textsuperscript{81} Sunsets could be imposed by date, allowing for extensions as necessary, or they could be pegged to real-world conditions, such as dropping below a particular rate of infection or the wide uptake of effective vaccines. Similarly, data should be destroyed when it is no longer useful in contact tracing—data regarding contacts, for example, can be deleted when the infection period has passed—and all related data should be destroyed when the program is discontinued.

C. Subsequent Use

Finally, the government’s collection of data through digital contact tracing raises the possibility that such information could be employed for purposes beyond that of contact tracing, such as enabling law enforcement or immigration officials to track an individual’s movements or associations.\textsuperscript{82} As explained above, geolocation

\textsuperscript{79} Unfortunately, at present, public health authorities are not telling tech companies what they need to fight the pandemic, but instead are asking tech companies what they can develop. This pattern is the reverse of the usual requirement that public health needs dictate the nature of surveillance. See \textit{Paper Hearing}, supra note 71 (statement of Professor Ryan Calo).


\textsuperscript{81} Michael Kleinman & Charanya Krishnaswami, Opinion, \textit{Why Are We Trusting a Company with Ties to ICE and Intelligence Agencies to Collect Our Health Information?}, WASH. POST (May 21, 2020), https://www.washingtonpost.com/opinions/2020/05/21/why-are-we-trusting-company-with-ties-ice-intelligence-agencies-collect-our-health-information [https://perma.cc/M6DF-5YLM].

\textsuperscript{82} See, e.g., Robert Chesney, \textit{COVID-19 Contact Tracing We Can Live With: A Roadmap and Recommendations}, LAWFARE, (Apr. 14, 2020, 12:29 PM), https://www.lawfareblog.com/covid-19-contact-tracing-we-can-live-roadmap-and-recommendations [https://perma.cc/V39G-96CT]. Technology companies might also want access to the data for a variety of reasons, such as improving their other products or services, mining for advertising, or selling to third parties, thus giving it commercial value. See \textit{Paper Hearing}, supra note
data could reveal whether someone violated her visa or broke her parole. Even the record of a single contact could be of potential interest, say if an individual’s phone was near a crime victim’s device when the crime occurred. Moreover, relying on technology generated by private companies raises its own set of concerns beyond the scope of this Article because Big Tech is notorious for finding creative ways to commercialize its users’ data.

Thus, barring “mission creep” is essential. Clear rules should limit the use of the information to the purpose for which it was collected and nothing more. Moreover, if data is deleted promptly, as recommended above, subsequent use will be less of a concern. These use limits should be combined with bars on sharing data with other government agencies, whether state or federal. Data security—particularly for identifiable data—must be incorporated into program design. No limits on data use can be enforced if data is not secure. To the extent possible, programmers and public health authorities should refrain from storing data, and any data that is stored should be de-identified or anonymized whenever possible. At times, tracking the spread may require storing identifiable data. In such circumstances, data should be kept on a secure platform and, when the data is no longer necessary, destroyed in a timely and secure way.

***

Due to the nature of the technology, public health authorities could theoretically collect contact-tracing data without the knowledge or the consent of the people being tracked. However, contact tracing is necessarily a cooperative endeavor. Individuals must take tests, provide additional information about contact

---

71 (statement of Professor Ryan Calo). Companies in China that assisted with contact tracing laid claim to the resulting data after the initial crisis there abated. See Laura Bradford, Mateo Aboy & Kathleen Liddell, COVID-19 Contact Tracing Apps: A Stress Test for Privacy, the GDPR, and Data Protection Regimes, J.L. & BIOSCI., May 28, 2020, at 1, 11, https://doi.org/10.1093/jlb/lsaa034 [https://perma.cc/M7XQ-RDLA].


84. See Paper Hearing, supra note 71 (statement of Professor Ryan Calo).

85. See id.

events, and follow quarantine or isolation recommendations for digital contact tracing to effectively combat the spread of disease. Successful digital contact tracing is, therefore, necessarily a form of cooperative surveillance. As a result, digital contact-tracing programs should conform to the norms of cooperative surveillance by obtaining consent, limiting collection, and minimizing subsequent use. Yet while including these elements is essential, it may not be enough to cultivate the necessary trust for individuals to participate in the program.

III. DIGITAL CONTACT TRACING AND DISTRUST

The preceding Part argues that digital contact tracing should operate as a form of cooperative surveillance. But this may not be enough. The most well-known exposure tracking and notification technology—the joint effort on the part of Apple and Google—seeks to adhere to the values described in Part II. Yet, despite these efforts, people in the United States have remained wary of digital contact tracing. This Part explores why Americans may still distrust digital contact-tracing programs, even when those initiatives obtain consent, minimize collection, and limit subsequent use.

Despite all the assurances about user privacy and data security, the public did not want to participate in digital contact tracing. Many people simply did not believe those promises. Indeed, almost three out of five Americans indicated that they would not use the Apple/Google API. While Google and Apple may have sought to

87. Berman et al., supra note 52.
conform to the norms of cooperative surveillance, they did so in a way that failed to take account of widespread public distrust. Put differently, although it is necessary for digital contact tracing to adhere to the norms of cooperative surveillance, it is not sufficient.

A. Distrust of Public Health Authorities

To start, people may be wary of digital contact tracing because public health authorities have failed to cultivate trust during the current pandemic. In certain communities, this lack of trust has deep historical roots. But public health authorities did themselves no favors in the early months of the crisis by providing unnuanced and often contradictory information and advice, sometimes with the goal of strategically influencing behavior. Both the desire to have a unified message and the lack of faith in Americans to understand the threat and to act accordingly led public health authorities to put forth inaccurate and sometimes misleading information—including an early recommendation against wearing masks, condemning states for reopening too early while defending Black Lives Matter protests, and endorsing seemingly inconsistent positions on the relative safety of indoor and outdoor congregating. Whether deliberate or an unintended result of the challenge of communicating rapidly evolving scientific understanding, the resulting loss of confidence was the same.

Some scholars have dubbed the COVID-19 outbreak the first “post-truth pandemic.” One author notes:

[The] unfortunate pattern from the first months of the pandemic, in which public health messaging has had a considerably less stellar and considerably less reliable record than you might hope for—not just for

those worrying about the coronavirus threat but anyone concerned about the status of scientific expertise and technocratic policy more generally.94

Thus, people may have lost any trust that they had in the government as a protector of public health during the initial months of the outbreak.

Moreover, some public health officials departed from their own trust-inspiring norms and values in the course of the COVID-19 pandemic. For example, some public health authorities shared the names and addresses of people infected with COVID-19 with law enforcement.95 There may be legitimate reasons for these practices. Providing first responders information about positive cases, for example, allows them to take the appropriate precautions to avoid contracting or spreading the virus. However well-meaning these practices may have been, the fact of the information sharing seems inconsistent with public promises of confidentiality.

The contact-tracing technologies themselves also proved to be less than trustworthy. While Apple appears to have adhered to its promises regarding the API, Google struggled to keep its users’ data secure. For example, some Android users’ location information was initially accessible to Google through the API.96 Later, AppCensus, a privacy analysis firm, announced that it had uncovered a vulnerability in the Android version of the API that could allow certain pre-installed apps to have access to contact-tracing data as part of the information that they receive via user analytics and crash reports.97 Google allegedly dismissed the bug as inconsequential until reporters contacted the company for comment.98

The terms of service of Rhode Island’s app state that—although it will not sell users’ data—it may share that information with...
third parties.99 The American Civil Liberties Union (“ACLU”) of Rhode Island issued a statement expressing its concern for user privacy, particularly with respect to sharing disease-tracking data with law enforcement.100 Moreover, the North and South Dakota app, Care19, appears to have violated its own privacy policy by sharing data with private firms, including Foursquare.101 According to a privacy review by an outside company, the location-based app sent Foursquare a user’s location, an advertising identifier (which points to a specific device), and a “citizen code” generated by the app.102 Care19’s developer, ProudCrowd, responded by saying that it planned to update its privacy policy and share less user data in the future.103

And while not impacting the initial skepticism regarding digital contact tracing specifically, the mismanagement of the COVID-19 vaccines could impact trust in public health authorities in the future. The Trump Administration promised Americans that 20 million people would be vaccinated by the end of 2020, but, in reality, only 3 million individuals received their first dose before the new year.104 And stories of vaccine mismanagement still littered the headlines months later, including stories of prepared doses expiring with no one to receive them, older Americans waiting in grueling lines, and pharmaceutical company staff being inoculated before frontline health care workers.105 Future infectious disease responses may then need to deal with this added source of distrust.

Communities of color may have additional reasons to be wary. Civil rights activists have raised concerns about racial profiling and immigration enforcement in the course of the pandemic.106 Given the disproportionate impact of COVID-19 on minority
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communities, the discriminatory history of public health, and the often tense relationship between these communities and law enforcement, digital contact-tracing data sharing could have undesirable effects in those communities.\textsuperscript{107} The Tennessee Black Caucus issued a statement pointing out that “[t]he information could actually have a ‘chilling effect’ that keeps those already distrustful of the government from taking the COVID-19 test and possibly accelerate the spread of the disease.”\textsuperscript{108} The ACLU of Rhode Island expressed similar concerns in a letter, writing that “[s]haring this information with law enforcement agencies can have an especially harmful effect in marginalized communities and, in particular, Black and Latino neighborhoods.”\textsuperscript{109} In other words, individuals already rightfully wary of law enforcement may choose not to participate in digital contact tracing at all to avoid being targeted by the police or by immigration officials.

B. Distrust of New Technologies

Just the move from an analog process to a digital one could lead to heightened skepticism. Traditional contact tracing, while slower, is a far more calculated and personalized process. Individuals previously benefitted from the public deliberation preceding state-level reporting requirements through public health agencies, the consent process associated with visiting a health care provider for a diagnostic test, and the rapport building involved in manual contact tracing. By contrast, individuals may test for COVID-19 not through a trusted physician but rather in a public testing site, drive-thru clinic, or the comfort of their own home. Additionally, the automated process of digital contacting and exposure notification lacks the personal connection of the more traditional methods.

The whole concept of digital contact tracing arose ad hoc as a response to COVID-19, an understandable effort to bring all available tools to bear on the worst public health crisis in a century. Public health authorities and tech companies thus sprang into action somewhat spontaneously, entering previously uncharted territory without seeking public input or subjecting the process to
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public scrutiny. For all of these reasons, digital contact tracing could seem haphazard and untrustworthy, especially when compared to traditional analog methods.

C. Distrust of Big Tech

Another reason for the distrust of digital contact tracing could be Big Tech’s involvement. The public trust in Big Tech is decreasing.110 A survey in The Washington Post reported that while fifty-seven percent of smartphone users trust public health authorities, only forty-three percent trust tech companies.111

Big Tech wields significant power in the face of the pandemic and does so with very little legal oversight. Private tech companies operate free from the ethical and legal standards that govern medical and public health professionals. For example, the Health Insurance Portability and Accountability Act (“HIPAA”) applies only to data collected by health care providers, health plans, health care clearing houses, and their business associates.112 Once a person takes their protected information and shares it with a third party, such as a contact-tracing app, that shared data falls outside HIPAA’s reach.113 Moreover, insofar as HIPAA would apply, the Department of Health and Human Services announced that it would relax its enforcement in light of the pandemic.114 Tech companies that promise to anonymize or de-identify data often impose those obligations on themselves, not because of any legal standard.115 Ryan Calo wisely notes that absent regulation, “technology
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companies are held to the promises they make and not much more.”

Even aggressive state-level consumer privacy statutes, like the California Consumer Privacy Act (“CCPA”), may not offer robust protection. In particular, digital contact-tracing data may not meet that statute’s definition of “consumer information.” This absence of meaningful protection could contribute to the lack of trust in digital contact-tracing efforts. Two undeniable facts further complicate this matter. First, the tech companies have been complicit in developing and operating the tools of adversarial surveillance. Second, there have been several high-profile incidents in which technology companies have failed to live up to promises they made to customers regarding data privacy. Digital contact tracing thus could engender suspicion because the public views tech companies as untrustworthy data stewards regardless of context.

* * *

To sum up, any successful digital contact-tracing programs must conspicuously adopt public health norms and practices. But that
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alone will not overcome many Americans’ concerns about using that technology. Unlike analog contact tracing, a successful digital contact-tracing program must also overcome distrust in public health authorities, skepticism regarding new technology, and suspicion of Big Tech. In the following Part, we contemplate how public health authorities can do their part to cultivate trust in digital contact tracing.

IV. CULTIVATING TRUST IN DIGITAL CONTACT TRACING

Public trust is essential to any successful contact-tracing effort. But instilling trust in digital contact tracing, in particular, will not be easy. In fact, some experts support further eroding data privacy protections to allow even more government oversight. As with proposals for mandatory digital contact tracing, we strongly caution against this temptation. In addition to exposing the American people to widespread invasions of their privacy and civil liberties, it would undermine efforts to track and slow the spread of disease. Nor is the answer to abandon digital contact tracing altogether. As noted above, analog contact-tracing efforts alone will struggle to meet the public health need, thus permitting the coronavirus—and any future viruses like it—to continue its spread unnecessarily. Given the costs that such viruses can impose, we should be employing all available tools to bring these viruses under control.

This Part considers the central challenge for successful digital contact tracing: how to cultivate the necessary trust. We argue any future attempts to track disease spread using technology must not only incorporate the norms of cooperative surveillance described in Part II but also proactively cultivate trust. Public health professionals have grown to recognize the need to win the public's confidence, and the field of public health has developed several strategies to foster this confidence. In our other work on data collection and trust, we assess the potential roles of industry self-regulation, data protection statutes, and agency regulation. Here, we consider a range of traditional public health strategies—focused on transparency, communication, and public engagement—to instill public confidence in the measures being taken.
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A. Transparency

Transparency is a recurring theme in approaches to augment trust in public health initiatives. This includes transparency about when and how a public health authority seeks information from those affected and honest disclosures about relevant information and findings.126 Policymakers, public health authorities, and app developers can foster this transparency by clearly outlining their assumptions, justifications, and reasoning for policy decisions.127 Transparency also involves a commitment to candid disclosure when things go wrong, such as data breaches, malfunctions, and modifications to previously communicated information.

For digital contact tracing specifically, transparency about data practices is critical.128 Apps of all varieties, including those for contact-tracing purposes, often hide material terms about data processing and sharing in difficult-to-read terms of service and privacy policies. Further mystery can shroud what happens to data once an app transfers data to a third party, be it a public health authority or another technology company. Future digital contact-tracing efforts would benefit from transparency about these practices and should not rely on the public to seek out and read the fine print in terms of service or other highly technical documents for themselves. Moreover, information about app design, data sharing, and digital contact tracing generally can be highly complex for the lay public, requiring a concerted effort to simplify highly technical information and industry-specific jargon so that the public can understand. Additionally, the apps may treat consent as an ongoing process and require users to regularly affirm their desire to participate in digital contact tracing and confirm that they understand material terms that may impact the security and privacy of their data.


128. Ramjee et al., supra note 89, at 145.
B. Communication

Communication is another critical component of public health engagement and trust-building, including information about the threat and mitigation efforts. Communication is distinct from transparency. While transparency may dictate the contents of what someone communicates, communication speaks to how someone transmits that message to the public, including the mechanism and the wording. Some authors have argued that providing the public with useful information should indeed be the primary focus of any public health response and that effective communication should reduce the need for more coercive measures that undermine trust.

Trustworthy communication requires considering both the messenger and the message. Tailored and tested messaging, including public service announcements, personal appeals from high-profile public figures, and social media messaging can encourage cooperation. The message should also be broadly appealing regardless of political affiliation and benefit from local faith-based and other community organizations’ input. The Centers for Disease Control and Prevention takes the discussion further, citing lessons from risk communication literature highlighting empathy and caring, honesty and openness, dedication and commitment, and competence and expertise as necessary elements of a trusted and credible messenger. This encompasses a need to craft rich messages that go beyond matter-of-fact science to include an appeal to various moral concerns and not just the liberal values common in public health communication. Information campaigns can facilitate cooperative models of public health intervention, which can be more effective than their more coercive counterparts.

---
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Communication about digital contact tracing failed, in part, due to the highly disjointed and politicized nature of the pandemic. Future efforts would benefit from a more robust centralized and cohesive response. For example, the consistent acknowledgment that contact tracing is good, important, and safe can, at a high level, help a hesitant public accept a novel intervention.

While consistent messages are essential on a population level, one broad message is unlikely to help address more particularized objections. In those cases, tailored messaging is required, sharing the same or similar content using different framing and for different audiences. Successful efforts would advertise digital contact-tracing apps across various media, including print, radio, and television, using culturally appropriate language and content to reach a broader audience. Approaches could mirror efforts to normalize vaccination that took place shortly after Pfizer and Moderna began distributing their vaccines. For example, Dr. Kizzmekia Corbett, a Black scientist who co-led the development of the Moderna vaccine, attended the vaccination of civil rights leader Reverend Jesse Jackson in a publicized effort to establish trustworthiness with Black communities. In her remarks at the event, Dr. Corbett noted “[a] lot of times, people just need to see their mirror image.” This need for representation is also true in politics. Bipartisan support with consistent messaging could counter misinformation and politicized resistance.

C. Public Engagement

However, no matter how inclusive, advertising and messaging must be part of a multi-level strategy, not a standalone approach. Public engagement can result in more effectively targeted programs and, as a result, lead to more efficient use of limited resources. It can also foster public health initiatives that get


potentially controversial interventions right the first time, obviating the need to reestablish trust after it is lost.

A comprehensive approach to developing and nurturing trust should be iterative and interactive and can be time- and resource-intensive. Public hearings and deliberative engagement can result in procedurally just solutions that balance competing values and account for minority views.\(^{138}\) And understanding how and why groups fail to trust entities takes on increasing importance when data collection becomes more intrusive.\(^{139}\)

For example, early research showed that the public was more likely to support apps if public health agencies or insurance providers were the entities distributing them\(^{140}\) or familiar technology companies about which the public already holds a favorable opinion developed them.\(^{141}\) Garnering insight such as this from the end users of proposed technology can inform how contact-tracing apps are most effectively developed, introduced, and marketed. Further, engaging the public can allow program developers to take full advantage of tested theories and models—like the Health Belief Model\(^{142}\)—which can help public health interventions overcome barriers to behavioral change to achieve desired outcomes. These approaches are common in public health program planning and help guide and develop strategies based on an evidence-based understanding of health behaviors instead of guesswork and gut instinct.\(^{143}\)

---
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Under ideal circumstances, proactive engagement efforts can stay ahead of public health crises. Building trust and establishing trustworthiness before a public health emergency can improve cooperation, build on local knowledge, and improve outcomes. Even when proactive measures are no longer possible, similar efforts should be integrated, constant, and ongoing as programs are developed in real time and refined in response to an evolving crisis.

Importantly, these approaches are not siloed. Public engagement can help inform policy decisions, which can lead to increased transparency. Understanding public opinion can help tailor communication strategies to reach populations reluctant to participate in public health initiatives. Using public health tools to build trust is a complex but essential process that must accompany the technological development if we are to avoid the problems that thwarted digital contact tracing for the COVID-19 pandemic in the future.

* * *

Successful digital contact tracing requires cooperation. Yet while abiding by the norms of cooperative surveillance is necessary—based on the distrust of the Apple and Google API—it will not be sufficient. Public health authorities should also employ other strategies to cultivate the trust necessary for these programs to succeed. Transparency, clear communication, and public engagement will help encourage people to participate in digital contact-tracing efforts, both to combat the ongoing COVID-19 pandemic and in future public health emergencies.

CONCLUSION

The United States is in the throes of one of the deadliest public health crises in our history, but this crisis will not be our last. What lessons can we learn from our COVID-19-related missteps that
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might aid us in later stages of the pandemic and in subsequent infectious disease crises?

Several countries—some with great success—turned to technology to track and slow or stop the spread of the coronavirus.\textsuperscript{148} However, these measures failed to take hold in the United States. Despite attempts to conform with the norms of cooperative surveillance, public health authorities were unable to win the confidence necessary for effective digital contact tracing. A lack of faith in the government, trepidation regarding new technologies, and wariness of Big Tech’s role all contributed to this widespread distrust. Simply relying on the ideals that make traditional contact tracing palatable will not be sufficient for the future.

While some have encouraged further dialing back privacy protections or mandating participation, we reject the idea of adopting intrusive or coercive policies. Contact tracing is just one step in controlling the spread of disease. Individuals must also take tests, report their results, and, most importantly, self-quarantine after a confirmed exposure. Safeguarding public health in this manner is an inherently cooperative endeavor. Digital contact tracing must therefore actively win the trust of the American people to succeed.