
Figure 1166

3. Class Actions

Our final distant default relates to the availability of class actions. It should come as
no surprise that class action waivers appeared in the boilerplate;167 companies fight
tooth and nail to enforce such waivers, and they presumably do so for a reason.168

With such waivers in place, sellers can be confident that the transaction costs of
individual suits will prove prohibitively high for almost all consumers—especially
when the available remedies are limited by the damage caps discussed above.

What we do not know, however, is whether sellers fight so hard against class
actions because such suits are merely the contrivance of an opportunistic
plaintiffs’ bar or because such suits are meritorious. Nullifying boilerplate
would call the question. In other words, if class actions are wasteful, then their
increased availability should prompt lawmakers to change the law of class

166. See generally The Dell Online Store: Build Your System, DELL, http://www.dell.com/en-us/shop/
[https://perma.cc/2FHY-H6DV].

167. See, e.g., Dell Terms and Conditions, supra note 126, ¶ 12.
168. For example, companies litigate arbitration clauses all the way to the Supreme Court not

because arbitration itself is so important—we have seen how weak arbitration clauses are—but because
they can leverage the enforcement of an arbitration clause into the avoidance of class actions. See, e.g.,
AT&T Mobility LLC v. Concepcion, 563 U.S. 333 (2011).
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actions. Alternatively, if class actions are welfare-enhancing, then nullifying
boilerplate—however disruptive the impact—is not a poison, but an antidote.

D. SURPLUSAGE

We have now walked through the three components that would inform a world
without boilerplate. Salient terms would express the parties’ true preferences, subject
to the market discipline that underlies contract law. Nearby defaults would replace
most boilerplate with marginal impact on transactions. Finally, the enforcement of
distant defaults would stimulate a much-needed examination of the proper balance
between seller needs and consumer protections—an examination that deference to
boilerplate has unwisely allowed us to avoid.

In reviewing the boilerplate in the case study, however, there emerged a fourth set
of terms, an unexpectedly large category that did not fit into any of the three expected
groupings. Although these terms are essentially surplusage in that they do not change
the foregoing arguments or conclusions, they do reveal two particular things about the
role of public law and the necessity vel non of boilerplate.

First, there was a surprising number of terms that seemed to favor consumers,
which one would not expect from unread boilerplate drafted entirely by sellers. The
most noticeable example was privacy provisions. Indeed, provisions governing con-
sumer privacy and security were the most common and lengthy forms of boilerplate,
featured in twenty of the twenty-nine contracts. For example, Dell’s privacy policy
constrained the company’s ability to share information about its customers: “Except as
described above, we will not disclose your personal information to third parties for
their own marketing purposes unless you have provided consent.”169 Adobe included
a similar limitation: “[Y]ou may receive communications and special offers from
selected Providers (or from Adobe on behalf of such Providers), but only if you
previously opted in to receive such communications.”170

Why would sellers, who are in total control of boilerplate’s content, include
provisions that appear to empower consumers? Perhaps sellers know that
including these provisions is a low-risk proposition if damages are capped and
class actions unavailable. However, the more compelling explanation is that
sellers are responding not to bottom-up market pressure from customers, but to
top-down pressure from legislatures and regulators. Although federal law lacks
any omnibus data privacy regime, Congress has enacted statutes that govern
certain discrete kinds of personal information (for example, health,171 finan-
cial,172 and educational173 data) and has empowered regulators such as the

169. Dell, Privacy Policy: Privacy Statement Regarding Customer and Online User Information
(effective July 12, 2009) (on file with author) [hereinafter Dell Privacy Policy].

170. Adobe Privacy Policy, supra note 132.
171. See, e.g., Health Insurance Portability and Accountability Act of 1996, Pub. L. No. 104-191,

110 Stat. 1936.
172. See, e.g., Gramm–Leach–Bliley Act, Pub. L. No. 106-102, 113 Stat. 1338 (1999).
173. See, e.g., Family Educational Rights and Privacy Act, 20 U.S.C. § 1232g (2012).
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Federal Trade Commission to enforce them.174 State law may be even more
influential. For example, California and Massachusetts have broad privacy
statutes175 which firms must comply with if they want uniform terms in their
national marketing—a “highest common denominator” approach, so to speak.
Companies with multinational aspirations also have to deal with the even more
protective laws of trade partners like the European Union.176 Some of these
statutes give consumers private causes of action,177 but enforcement actions can
also be brought by regulators, which means that boilerplate cannot do away
with these legal obligations.178

Why would this top-down regulation be reflected in boilerplate? Because
compliance with these regimes requires sellers to adopt and publicize certain
privacy protections.179 This is the source of the privacy disclosures familiar to
any consumer: what information the seller collects, how the seller uses it, with
whom the seller shares it, and how the consumer can opt out or correct it.180

Indeed, one indication that this boilerplate has its origin in top-down disclosure
obligations is that it usually uses the label “Policy” or “Statement.”181 In
contrast, the kinds of boilerplate that favor sellers tend to use “Agreement” or
“Terms and Conditions,” which suggests an origin (however illusory) in the
bottom-up marketplace.182 In short, when it comes to privacy, the public law

174. See, e.g., 15 U.S.C. § 45(a)(2) (2012) (empowering FTC to sue over any “unfair methods of
competition in or affecting commerce and unfair or deceptive acts or practices in or affecting
commerce”); see also Enforcing Privacy Promises, FED. TRADE COMM’N, https://www.ftc.gov/news-events/
media-resources/protecting-consumer-privacy/enforcing-privacy-promises [https://perma.cc/M9QV-P3
85].

175. See, e.g., California Online Privacy Protection Act, CAL. BUS. & PROF. CODE §§ 22575–22579
(2004); 201 MASS. CODE REGS. §§ 17.01–17.05 (2010).

176. See 1995 O.J. (L281) arts. 31–50 [hereinafter EU Data Protection Directive] (establishing data
protection principles); see also Adobe Privacy Policy, supra note 132 (“Adobe adheres to the European
Union Safe Harbor principles as set forth by the United States Department of Commerce regarding the
collection, use, and retention of personal information covered by the Privacy Policy from the European
Union.”).

177. These sometimes include the right to file class actions or seek statutory damages in response to
privacy or security breaches. See, e.g., Harris v. comScore, Inc., 292 F.R.D. 579, 589 (N.D. Ill. 2013)
(certifying class in suit brought against software provider under federal Stored Communications Act
and Electronic Communications Privacy Act and seeking statutory damages).

178. See, e.g., 15 U.S.C. § 53(b) (2012) (granting FTC power to seek injunctions).
179. Legislators’ and regulators’ assumption that disclosure of privacy policies will allow consumers

to make more informed choices is subject to the same market-failure criticism as boilerplate. Consum-
ers are no more likely to read privacy disclosures than they are to read arbitration clauses or software
licenses. See Ben-Shahar & Schneider, supra note 19, at 674–75 (noting that no one reads privacy
disclosures regarding health care and that “[m]andated disclosure of privacy policies outside health care
do no better”).

180. Several different regimes require these disclosures, or more. See, e.g., CAL. BUS. & PROF. CODE

§ 22575(b) (2004); EU Data Protection Directive, supra note 176, arts. 6–12.
181. See, e.g., Adobe Privacy Policy, supra note 132; Dell Privacy Policy, supra note 169; Mi-

crosoft, Privacy Statement for the Microsoft Error Reporting Service (last updated Oct. 10, 2005) (on
file with author); Microsoft, Windows 7 Privacy Statement (last updated Jan. 2010) (on file with
author).

182. See, e.g., Adobe Warranty Disclaimer, supra note 128 (“Warranty Disclaimer and Software
License Agreement”); Dell Software License, supra note 146 (“Dell Software License Agreement”);
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has already triumphed over the private terms of contract law. Any severability
or default-rule analysis is beside the point.183

The other interesting kind of surplus boilerplate is what one might call metacontract-
ing. Nineteen of the twenty-nine boilerplate contracts included terms pertaining to the
contracting process. Examples include provisions that govern contract formation,184

scope of coverage,185 identities of the parties,186 merger and integration,187

commencement and termination,188 and modification.189

The irrelevance of these provisions is clear, because the whole point of this
Article has been to underscore the invalidity of the process under which
boilerplate terms purport to acquire contractual force. That said, there is one
metacontracting provision that sheds light on the false dichotomy: the severabil-
ity clause. Every seller included at least one such clause in its contracts.190

These clauses cannot guide our severability analysis for the reason just given:
the last place to look for an answer to the severability question is the boilerplate
whose enforceability is at issue. But if any term gives us a glimpse into how

McAfee License Agreement, supra note 129 (“McAfee End User License Agreement”); Microsoft,
Microsoft Service Agreement (last updated March 2010) (on file with author) [hereinafter Microsoft
Service Agreement] (“Microsoft Service Agreement”). We know, of course, that such boilerplate is not
actually subject to bottom-up market regulation, but sellers want to maintain the illusion that it is.

183. A similar explanation may lie behind return policies. Many states require sellers to accept
returns for a full refund within a certain period of time—unless they conspicuously disclose an
alternative returns policy. See Customer Returns and Refund Laws by State, FINDLAW, http://consumer.
findlaw.com/consumer-transactions/customer-returns-and-refund-laws-by-state.html [https://perma.cc/
MEF7-KVTR].

184. See, e.g., Microsoft Windows 7 License, supra note 127 (“By using the software, you accept
these terms.”).

185. See, e.g., Dell Software License, supra note 146 (“This Agreement covers all software that is
distributed with or for the Dell product (and upgrades and updates thereto), for which there is no
separate license agreement between you and the manufacturer or owner of the software . . . .”).

186. See, e.g., Dell Privacy Policy, supra note 169 (“The Privacy Statement Regarding Customer and
Online User Information applies to Dell Inc. and its worldwide corporate affiliates (‘we’ or ‘our’), but not to
those Dell corporate affiliates that have published their own privacy and security statements.”).

187. See, e.g., Adobe Warranty Disclaimer, supra note 128, ¶ 13 (“This is the entire agreement
between Adobe and you relating to the Software and it supersedes any prior representations, discus-
sions, undertakings, communications or advertising relating to the Software.”).

188. See, e.g., Dell DataSafe, supra note 132 (“The period of a free subscription to DataSafe Online
begins upon initial activation of your DataSafe account.”).

189. See, e.g., Dell Site Terms, supra note 140 (“Dell may at any time revise these Terms of Use by
updating this posting. By using this Site, you agree to be bound by any such revisions and should therefore
periodically visit this page to determine the then current Terms of Use to which you are bound.”).

190. See, e.g., Adobe Warranty Disclaimer, supra note 128, ¶ 13 (“If any part of this agreement is found
void and unenforceable, it will not affect the validity of the balance of this agreement, which shall remain valid
and enforceable according to its terms.”); Dell DataSafe, supra note 132 (“If any provision of these Terms and
Conditions is held to be invalid or unenforceable, such provision shall be struck, and the remaining provisions
shall be enforced . . . .”); Dell Software License, supra note 146 (“Each provision of this Agreement is
severable.”); McAfee License Agreement, supra note 129, ¶ 21 (“If any provision of this Agreement is held
invalid, the remainder of this Agreement shall continue in full force and effect.”); Microsoft Service Agreement,
supra note 182, ¶ 16 (“A court may hold that we cannot enforce a part of this contract as written. If this
happens, then you and we will replace that part with terms that most closely match the intent of the part that we
cannot enforce. The rest of this contract will not change.”).

290 [Vol. 106:249THE GEORGETOWN LAW JOURNAL



essential boilerplate is to the modern transaction, it would be the severability
clause because such clauses are where boilerplate’s drafters can tell us which
terms they cannot live without—which terms that, if invalidated, will bring the
entire transaction crashing down.

What do the severability clauses in the case study say? When courts invali-
date a boilerplate term, sellers are happy to preserve the rest of the transaction.
Not a single severability provision identified any boilerplate term as essential.
Indeed, the only seller who contemplated anything less than full severability of
all terms was Dell, which provided for the inseverability of its class action
waivers. Even Dell’s clause called not for the invalidation of the entire transac-
tion, but merely for other dispute-resolution terms to fall away if the class
action waiver were held invalid.191

These severability clauses do not constitute dispositive proof that sellers
attach little importance to boilerplate. It may be that sellers consider boilerplate
important as a whole but do not see any one term as a deal breaker. But it is
surely significant that those who are in total control of boilerplate’s content
propagated twenty-nine contracts, comprising almost eighty thousand words—
yet did not take the opportunity to label any term as essential. If the economy
will come crashing down in the absence of boilerplate, would we not expect to
find some hint of that calamity in boilerplate itself?

CONCLUSION

The longstanding assumption that boilerplate contracts are necessary to the
modern economy is provably wrong. Contracts are necessary, but sellers and
buyers routinely form contracts using salient, essential terms subject to robust
market competition. In contrast, the nonsalient terms that constitute boilerplate
can be severed from the transaction without doing serious harm to its viability,
and default rules fill in the blanks that the boilerplate would otherwise occupy.
Nothing about the complexity, content, or consequence of mass-market transac-
tions justifies reliance on private terms drafted by self-interested parties and
subject to no market discipline.

Indeed, severing boilerplate from commercial transactions would have salu-
tary effects. Sellers would have an incentive to increase the salience of essential
terms, fueling competition for the consumer dollar. Buyers would be able to
make more informed decisions, leading to increased market efficiency. And
lawmakers would have a reason to reexamine and recalibrate outdated default
rules. In short, the boilerplate-free transaction is doctrinally possible, theoreti-
cally feasible, and empirically viable. It is time to embrace it.

191. Dell DataSafe, supra note 132 (“If any provision of these Terms and Conditions is held to be
invalid or unenforceable, such provision shall be struck, and the remaining provisions shall be
enforced; provided, however, that if the individual (non-class) nature of the arbitration provision is
found unenforceable, the entire arbitration provision shall not be enforced.”); Dell Terms and Condi-
tions, supra note 126, ¶ 12 (using similar language).
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