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I. Introduction

The World Wide Web (WWW) is so often used as a way of interacting with the Internet that many people mistakenly confuse the two, referring to the Internet as the "Web" and vice versa. Of course, the Internet and its native applications predate the development of the WWW protocols by decades. Still, given the overwhelming amount of available Internet bandwidth now devoted to the transmission of web pages, there is no doubt that the WWW is the interface of choice for most users of the world's most pervasive computer network.
Simply put, the WWW is a set of protocols that facilitates access to geographically dispersed data via a multimedia graphical user interface. When a user peruses material made available via these protocols (a process called "browsing"), references to related material on the WWW might be presented as "links." These links allow the user to access the referenced material, which may contain links of its own. So, for instance, a footnote in an article published on the WWW might not just provide a citation to a related article, but might, if selected, actually display the source material in its entirety. It is linking that makes the WWW web-like, with documents seamlessly referencing and cross-referencing each other. The result is that browsing the WWW differs fundamentally from traditional means of research, in that it is inherently non-linear. Users can jump from one document to another, following a unique course on an indirect pathway through cyberspace.

However, WWW linking raises some interesting legal questions. Does the provision of a link implicate intellectual property rights? Is there potential liability which attaches for unauthorized linking? This paper addresses these and related questions. In part II, we examine the nature of the WWW protocols and explain what actually happens in the process of linking. In part III, we describe some interesting real-world fact patterns that highlight some of the unique intellectual property issues that can arise on the WWW. Part IV is a review of copyright principles in light of the WWW and the unique linking problems previously identified. Part V discusses some possible defenses to copyright infringement claims based on linking. Finally, in Part VI, we briefly explore intellectual property doctrines other than copyright that might come into play.

II. Background

Documents on the WWW are encoded pursuant to a set of standards called HyperText Markup Language, or HTML. HTML documents are text files containing content text (i.e., the information to be displayed to a user) and HTML instructions. Programs called "browsers" are applications that interpret the HTML instructions in a marked-up document and, in accordance with these instructions, display the document's content to the user. Many HTML instructions denote special formatting for the content text. For instance, in an HTML encoded document, the command `<B>Hello!</B>` directs the user's browser to display the text "Hello!" in bold text. Other HTML instructions coordinate the placement of tables or forms amidst the content text.

Some HTML instructions are used to identify/locate other hypertext elements. These instructions are referred to as "links." Links are often, although not exclusively, denoted by emphasized text or by "clickable" icons. When a user selects a link, the user's browser program interprets the HTML instruction associated with that link to locate, retrieve, and process the link's target. The target might be another HTML document, an image, a video segment, an audio file, or some combination of these elements.

For purposes of this paper, we identify two generic classes of links (local and remote) and two link attributes (invoke-to-load and auto-load). Local links are links in one HTML document (the parent document) that refer to a document or element stored at the same physical site as the parent document. Remote links are embedded in the parent document and point to a document or element stored at a site other than that where the parent document resides. Invoke-to-load links require a user to affirmatively select or invoke them before the link's target is located and displayed. Auto-load links are invoked automatically by the user's browser when the parent document containing the link is displayed. Auto-load links are typically used to display images "in-line" with the parent document's text, giving the appearance that the image is a "part of" the parent document.

Either attribute can be applied to either class of link, making four types of links possible: (1) local invoke-to-load, (2) local auto-load, (3) remote invoke-to-load, and (4) remote auto-load. For example, in a WWW rendition of a newspaper article, an accompanying photograph might be displayed by an auto-load link.
link to an image file. Since it is of the auto-load variety, the link will instruct the user's browser to pull up the image automatically when the article's text is displayed. The result of an auto-load link like this is often referred to as an "in-line image." If the image is stored on the same computer as the article's text file, then the link is a local link. If the image is stored elsewhere, then the link is a remote link. Other related photographs might be indicated on the page by invoke-to-load links. To see these, the user would have to manually click on an icon or highlighted text indicating their availability. Again, these might be locally or remotely stored.

{8} In addition to understanding the distinction between different types of links that might be implemented in a given WWW page, it is important to understand some other interesting technical characteristics of the WWW. First, HTML documents are strictly limited to plain (ASCII) text. They do not contain images, sounds or other non-textual elements. In order for an image to be displayed concurrently with the document, a link to the image element (either local or remote) is necessary. Even somewhat simple web pages, then, might contain a large number of links to elements that make up the page's formatting.

{9} Second, links only identify the location of a target element, such as an HTML document or an image, and are not the element themselves. Embedding a link in an HTML document is not the same as actually placing the element in the document. Third, it is the user's browser that interprets the HTML instruction identified by the link. So, when the browser encounters a link, it initiates the network connection to the referenced element, facilitates the transmission of a copy of the element to the user's computer, and then processes the element so that it can be appropriately displayed (or, in the case of an audio file, heard).

III. Fact Patterns

{10} Recently, some interesting fact patterns have emerged that pose fundamental questions about the legal implications of linking. Two particularly intriguing situations are worthy of examination in that they highlight how quickly legal issues involving linking can become complex.

A. The Dilbert Hack Page

{11} The popular Dilbert comic strip chronicles the experiences of Dilbert, a corporate drone who is faced with the bureaucracy and mediocrity of the modern workplace. United Feature Syndicate, Inc. (UM), copyright owners of the Dilbert comic strip, maintain an Internet website where users can view recent Dilbert cartoons, purchase Dilbert related products, and contact either UM or the comic's author, Scott Adams.[8] In January 1996, a Princeton University graduate student[9] created a WWW site he called the Dilbert Hack Page[10] (DHP) which allowed users to view recent Dilbert comics in a context different from that provided by UM.

{12} The DHP used the names of Dilbert comic image files, obtained from the UM Dilbert site each day, to generate a remote auto-load link that was written into the DHP's HTML document (as ASCII text). When visitors to the DHP subsequently downloaded (browsed) the DHP's HTML document to their computer, the remote auto-load link HTML instructions were interpreted by the user's browser which, in turn, contacted UM's Dilbert site, downloaded the links' identified image files, and displayed the targeted image files. See Figure 1.
{12} For analytical purposes, it is important to note that the DHP HTML page did not contain the subsequently displayed Dilbert image files. The DHP's author never duplicated the Dilbert cartoons at all. What the DHP HTML page did, however, is identify the precise location (computer site and file name) of the targeted Dilbert image files and, based on this information, the image files were obtained directly from UM's Dilbert site by the user's browser for incorporation into the DHP as displayed on the user's computer. In July 1996, UM contacted the DHP's author informing him that Dilbert comic strips were the intellectual property of UM and could not be used without their express written consent.[11] A subsequent letter by UM's legal counsel alleged the DHP was a clear copyright violation and threatened legal action.[12] In the face of an uncertain liability, the DHP was removed from active service in August 1996.[13]

B. TotalNEWS

{13} Another intriguing fact pattern involves a web-based news clearinghouse called TotalNEWS.[14] TotalNEWS uses frame technology[15] to display content from a number of different news sources while the user continues to see the TotalNEWS Logo and associated advertisements. Through frames, TotalNEWS divides a browser's window into four separate regions as shown in Figure 2. Region 1 contains a number of links to news sources such as CNN®, CBS®, and USA Today®. Region 2 contains a logo that alternates between TotalNEWS' logo and that of an advertiser. Region 3 contains content; when a user selects one of the links in region 1, information from that news provider is displayed in region 3. Region 4 contains an ever changing assortment of advertisements.[16]

{14} TotalNEWS' use of frames in this manner allows the site's administrators to display their logo (and advertisements) while simultaneously displaying the content from other unaffiliated sources. Unless the targeted content provider (e.g., CBS®) prominently displays its logo or other identifying mark in each portion of information it provides, users browsing TotalNEWS' website could be confused as to whose
In February 1997, a number of news entities to whom TotalNEWS was linking filed suit alleging, among other things, copyright and trademark infringement and that their content is being passed off (at least to some users) as that of someone else.[17]

{15} In June of 1997 the parties entered a stipulation[18] that required defendant TotalNEWS to "cease the practice of 'framing' Plaintiffs' websites"[19] except via plain text links.[20] As we argue later,[21] it appears that TotalNEWS would not be liable under copyright law, but is nonetheless bound by its stipulation with Plaintiff news organizations.

IV. Analysis

{16} Under the present incarnation of the copyright act[22] (hereinafter referred to as the Act), copyright adheres instantly in "original works of authorship fixed in any tangible medium of expression."[23] Since original "means only that the work was independently created by the author . . . and that it possesses at least some minimal degree of creativity,"[24] and a work is "fixed in a tangible medium of expression when its embodiment . . . is sufficiently permanent or stable to permit it to be perceived [or] reproduced . . . for a period of more than transitory duration,"[25] it would appear that virtually all WWW publications are eligible for copyright protection[26]

{17} Benefits of copyright spring from the Act's grant of exclusive rights to the copyright owner.[27] The Act recognizes six exclusive rights: (1) reproduction,[28] (2) preparation of derivative works,[29] (3) public distribution, (4-5) public performance or display[30] and (6) public performance via digital audio transmission.[31] These rights may be exercised directly by the author or through third parties via assignment or license.[32] They may even be exercised in the negative, through the prohibition of all uses.[33]

{18} Notwithstanding the grant of broad rights provided the copyright owner in Section 106, Sections 107 through 121 of the Act set forth a number of specific limitations.[34] Further, case law tells us that one cannot obtain a copyright on facts,[35] information in the public domain,[36] scenes of faire,[37] cliché language and metaphors.[38]

{19} To be held liable under copyright principles, the party creating a link to the copyrighted material (hereinafter, the "linking party") must qualify as either a "direct infringer" or some sort of "contributory infringer." It is important, then, to understand the differences between these two doctrines before analyzing the scope of link-related liability.

A. Direct Infringement

{20} The Act provides that "[a]nyone who violates any of the exclusive rights of the copyright owner is an infringer."[39] Two elements must be established to prove infringement: (1) ownership of a valid copyright, and (2) copying of constituent elements of the work that are original.[40] Importantly, the Act does not require intent on the infringer's part.[41] If a party's acts are sufficient to satisfy these two elements, then that party is considered a "direct infringer" and is subject to liability.[42]

{21} Of particular interest here is the effect a single act on the WWW (e.g., browsing a home page) has on the copyright owner's enumerated rights.[43] The act of retrieving documents or HTML elements on the WWW might implicate a variety of the enumerated rights in somewhat different ways depending on the circumstances.[44] For instance, the Ninth Circuit has held that the requisite "copying" for infringement purposes can occur when a computer program is transferred from permanent storage to a computer's Random
Access Memory (RAM). Other courts have extrapolated this fundamental rule and found that an "upload or download" of a computer file from a remote computer system similarly qualifies as the type of copying that implicates the author's exclusive rights. Also potentially implicated when WWW materials are perused are the display, public distribution, and derivative rights. In *Mirage Editions, Inc. v. Albuquerque A.R.T. Co.*, the defendant removed artwork from purchased books, affixed the artwork to a tile, and resold the tile for commercial gain. Without analysis, the Ninth Circuit found him liable for violating the copyright owner's right to make and authorize the creation of derivative works. In *Lee v. Albuquerque A.R.T. Co.*, a case having virtually the same facts as *Mirage*, the Seventh Circuit concluded that the copyright owner's derivative right was not violated. The *Lee* court reasoned that merely bonding artwork to a tile was analogous to framing a picture, an act that does not change, recast, adapt, or transform the original artwork. The court noted that to hold otherwise would be to make "criminals out of art collectors and tourists," and anyone else who frames a purchased artwork.

Under the guise of enforcing a copyright owner's derivative right, the *Mirage* court has, in effect, expanded an author's moral rights beyond those provided by statute. Specifically, the Copyright Act limits an author's moral rights to "prevent any intentional distortion, mutilation, or other modification of that work which would be prejudicial to his or her honor or reputation, and any intentional distortion, mutilation, or modification of that work is a violation of that right." Even these rights are limited to "works of visual art" which is itself restricted to mean either a painting, drawing, print, sculpture or still photographic image, existing in a single copy, in a limited edition of 200 copies or fewer that are signed and consecutively numbered by the author.

Some courts have held that "authorizing" another's infringing conduct is itself a direct infringement. But legislative history indicates that "use of the phrase 'to authorize' [in 17 U.S.C. § 106] is intended to avoid any questions as to the liability of contributory infringers." Not surprisingly, then, other courts, have expressed doubt as to whether 'authorization' constitutes a separate method of direct infringement.

Is there a direct infringing act during the linking process? A quick review of the scenarios discussed in Section II seems to indicate that, at least in circumstances similar to the one posed by the Dilbert Hack Page and the TotalNEWS service, the only possible direct infringer would be the end user. That is because the linking party is not doing anything that seems to involve a direct manipulation of the copyrighted materials at all. As one set of commentators note, "they [the linking party] do not perform an act of copying - the essential element for copyright infringement liability." Because of the nature of the underlying technology, all of the acts that appear to be infringements (reproductions, distributions, and displays) are performed by the end user who is accessing the content directly. The linking party's only role in the process is the provision of information about how such access can be accomplished. This information takes the form of a Uniform Resource Locator (URL) with which the user effectuates (via their browser program) the retrieval and manipulation of the copyrighted material.

Even if a court were to take an expansive and liberal interpretation of the linking party's role and argue that the linking party was somehow taking the copyrighted work and manipulating it (which they are not), it seems that the only claim would be one similar to the one in *Mirage*. However, the more persuasive *Lee* analysis seems to clear the linking party of any real concern.

While no court has yet been faced with a linking fact pattern, courts faced with the somewhat similar situation of computer bulletin board system operator liability have usually found that an intermediary system operator is not appropriately viewed as a direct infringer when the system's end users are the actors primarily responsible for direct manipulation of the copyrighted material. Where courts have deviated from this finding, their reasoning is questionable. Significantly, unlike the scenarios described here, the cases
which hold that the system operator is not a direct infringer have involved situations where the copyrighted material is actually stored and processed on the system operator's computers. Nonetheless, the courts addressing these cases refrained from finding the system operators responsible for direct infringement.[67] It seems untenable for courts to hold linking parties liable as direct infringers for similar reasons, and the courts should turn to some other theory of liability as the source for copyright owners' relief.[68]

B. Third Party Liability - Contributory Infringement

{28} Unlike federal patent law, the Copyright Act "does not expressly render anyone liable for infringement committed by another."[69] The absence of such express language in the copyright statute does not preclude the imposition of liability.[70] As defined by the Second Circuit, "[o]ne who, with knowledge of the infringing activity, induces, causes, or materially contributes to the infringing conduct of another, may be held liable as a 'contributory' infringer."[71] Importantly, there can be no contributory infringement unless there is an actual direct infringement by a third party.[72] Still, where a party is implicated in copyright infringement, yet has not precipitated the acts required for a direct infringement claim, contributory infringement may be the proper vehicle for assessing liability.

{29} Courts have recognized two types of contributory infringers: those who provide the means (usually a product) to infringe, and those whose physical conduct participates in or furthers the infringement.[73]

Means to Infringe

{30} One type of contributory infringement is "means to infringe" liability. For a means to infringe cause of action to accrue, the plaintiff must show (1) that the defendant knowingly created an instrumentality for infringing one or more of the owner's exclusive rights which (2) had no substantial non-infringing use, and (3) the existence of direct infringement. [74] If these elements are established, liability attaches regardless of whether the defendant has over the direct infringer or whether they have an economic interest in the infringing activity.[75]

{31} In the landmark case of Sony Corp. of America v. Universal City Studios, Inc.[76] television program copyright holders alleged that the sale of video tape recorders (VTRs) allowed consumers to conduct illicit copying of television programs.[77] The plaintiffs argued that the VTR manufacturers should be held liable as contributory infringers since they (Sony, et al.) manufactured and marketed VTRs.[78] Borrowing patent law's test of substantial non-infringing use, the U.S. Supreme Court decided that the VTRs are capable of a substantial non-infringing use, and, therefore, the defendants should not be held liable for contributory infringement.[79] The substantial non-infringing use relied on by the Court was "time-shifting,"[80] which occurs when consumers tape a television program for viewing at a later date.[81] Although, at first glance, time-shifting seems to constitute a direct infringement by the consumer/viewer, the Court held that it was a protected fair use under the Copyright Act, and, thus, did not amount to infringement.[82] The dissent criticized the substantial non-infringing use test, arguing that only very unimaginative manufacturers could not delineate a substantial non-infringing use for most technologies, even if the technology was primarily designed for infringement.[83]

{32} How does this test play out for technologies other than video recorders? Some otherwise troubling scenarios become easy to analyze under the Sony test. For example, a library that makes photocopiers available to the public is clearly facilitating infringement in cases where library visitors use the copiers for illicit copying, but since the photocopier has substantial non-infringing uses, the library should not be considered a contributory infringer.[84] Courts have also applied the Sony test in the context of computer software. In Telerate Systems, Inc. v. Caro,[85] the court relied on the Sony test in holding a software
manufacturer liable for contributory infringement.[86] The defendants' alleged primary non-infringing use was, in actuality, the main infringing activity.[87] However, in Vault Corp. v. Quaid Software Ltd.[88] the Fifth Circuit used the Sony test in holding a software manufacturer not liable for contributory infringement on the basis that its program had substantial non-infringing uses.[89] The Vault court reached this conclusion even though the manufacturer conceded that it had actual knowledge that its product was used to make unauthorized copies of copyrighted material.[90]

Participatory Infringement

{33} Another form of contributory infringement is often called "participatory" infringement. For a participatory infringement cause of action to accrue, a plaintiff must show the defendant had (1) knowledge of a (2) direct infringement by another, and (3) induced, caused, or materially contributed to that infringing activity.[91]

{34} In Screen Gems-Columbia Music, Inc. v. Mark-Fi Records, Inc.[92] the infringer violated plaintiff's copyrights on certain musical compositions by copying and reproducing an unauthorized album.[93] The plaintiff sued not only the organization who produced the album, but also an advertising agency for placing non-infringing advertisements for the sale of the infringing albums, a radio station for broadcasting such advertisements, and a packaging agency for shipping the infringing albums. [94] The court held that the advertising agency, the radio station, and the packaging agency could be liable for contributory infringement if they knew or should have known the infringing nature of the specific albums. [95] In Gershwin Publishing Corp. v. Columbia Artists Management[96], the defendant was a manager of concert artists and a creator and producer of local concert associations which provided audiences for its artists. [97] The court found the defendant liable for contributory infringement because the defendant knew that its artists included copyrighted compositions in their performances and that neither its local associations nor its performing artists had secured copyright licenses. [98] The court in that case described the defendant's activities as "pervasive participation"[99] and agreed with the lower court that the defendant "caused this copyright infringement."[100]

{35} The Ninth Circuit's recent opinion in Fonovisa v. Cherry Auction, Inc.[101] highlights how courts struggle with the parameters of the participatory infringement doctrine. In the lower court's opinion, a California Federal District Court discussed the issue of how much participation is needed to trigger contributory infringement. [102] The defendant was the owner of a swap meet at which independent vendors were selling counterfeit music tapes. [103] Although the district court accepted plaintiff's assertion that the defendant knew the illegal activities were occurring, it nevertheless held that the defendant's actions were passive and not substantial enough to constitute contributory infringement. [104] "Merely renting booth space is not 'substantial participation' in the vendor's infringement activities."[105] In addition, the district court noted that the plaintiffs failed to plead how the defendant acted "in concert with the vendors to accomplish the purpose or plan of selling counterfeits."[106] In reversing the District Court, the Ninth Circuit disagreed, holding that "providing the site and facility for known infringing activities is sufficient to establish contributory liability."[107]

The Linking Party as a Contributory Infringer

{36} Assuming, for the moment, that the end user's activities are deemed to be direct infringements,[108] does the linking party act in such a way as to satisfy the elements necessary to establish contributory infringement? In certain circumstances, it may. The relevant inquiry becomes: what type of link is involved? Arguably, where the linking party sets up a remote invoke-to-load link to copyrighted material on a Web page, it seems plausible that the linking party no more "participates" in or "materially contributes" to the acts of the user than the author of a traditional paper-based article who provides a footnote to a supporting authority or an entry in a bibliography.[109] Despite the Ninth Circuit's opinion in Fonovisa, recent opinions
dealing with on-line service operator liability for a user's infringing acts seem to imply that simply providing the facilities through which infringement is committed is not the "substantial participation" needed to support a participatory infringement claim. Here, the linking party seems to have even less involvement. Certainly, then, for an invoke-to-load link, at least, simply establishing the link seems equally unlikely to meet this threshold.

{37} If the link in question is an auto-load link, however, it may be the case that the link looks and functions more like a "means to infringe" or that the linking party so substantially participates in the user's acts that the linking party can be deemed a participatory infringer. The end user need not act at all here - his or her browser is directed to act by the HTML coding implemented by the linking party. This HTML code could very well be deemed a means-to-infringe. Also, the provision of this code approaches substantial participation in a way that providing an invoke-to-load link does not.

{38} The situation is muddied when it comes to framed sites like TotalNEWS where an invoke-to-load link results in a composite page on the user's screen that contains the copyrighted material as a constituent component. If the user's browsing is somehow deemed to be infringing, then the linking party responsible for the framed site runs the risk of liability as both a participatory infringer and for creating a means to infringe. Providing this type of link would seem even more likely to represent the requisite substantial participation in the end user's direct infringement for purposes of participatory infringement. Moreover, since the link would function as the "instrumentality" for the users' infringing act, it would likely be deemed a "means to infringe" as well. In none of the situations described thus far does the linking party have the opportunity to defend a means-to-infringe claim on the grounds that the link has substantial non-infringing use, as the only purpose for the unauthorized links in these examples is to act as an instrumentality for infringement.[111]

V. End-User Defenses

{39} If the act of setting up a link is, as we argue, not in and of itself an act that implicates the linking party in a direct infringement claim, then the only way the party might be found liable under the copyright law is under a theory of contributory infringement as described above. As noted, the contributory infringement doctrine requires that the end user (who performs the processes that implicates the Act) be deemed a direct infringer.[112] However, when one closely reviews the end user's activities in a WWW linking scenario, traditional defenses to infringement come into play that appear to obviate the end user's liability. This shields the linking party as well, since there is no direct infringement upon which to base the finding of contributory infringement. This is exactly what happened in Sony, where the court's determination that the consumer was engaged in fair use precluded a finding of contributory infringement on the part of the video tape recorder manufacturer.[113] In this section, we discuss two possible defenses, implied license and fair use, and contend that in an unauthorized linking situation, one or both will usually make it unlikely that the end user qualifies as a direct infringer, and thus the linking party is not properly viewed as a contributory infringer. [114]

A. The Implied Non-exclusive License Defense

{40} While a copyright owner can always sell or license his or her exclusive rights to third parties, Section 204 of the Copyright Act invalidates such a transfer of ownership unless it is in writing.[115] A transfer of copyright ownership is an "assignment, mortgage, exclusive license, or any other conveyance, alienation or hypothecation of a copyright or of any of the exclusive rights comprised in a copyright but not including a non-exclusive license."[116] Courts have recognized that this section assures that the creator of the work will
not give away a copyright inadvertently and forces parties who want to use the work to negotiate with the creator to determine precisely what rights are being transferred and at what price.[117]

{41} The language of Section 101 specifically removes non-exclusive licenses from the writing requirement of Section 204.[118] Non-exclusive licenses occur where the licensor-owner of the work permits the use of the work in a particular manner without transferring ownership of the copyright to the licensee.[119] The existence of any license, whether exclusive or non-exclusive, creates an affirmative defense to a claim of copyright infringement.[120]

{42} It is well established that non-exclusive licenses may be granted orally, or may even be implied from conduct of the parties.[121] According to Nimmer, the existence of non-exclusive licenses "is not expressly provided in the statutory text, but is negatively implied from the fact that a 'transfer of copyright ownership,' which by definition does not include non-exclusive licenses must be by written instrument."[122] Thus, the copyright owner can grant a non-exclusive license (his consent to what would otherwise be an infringing activity) in the form of mere permission or lack of objection which is equivalent to a non-exclusive license and is not required to be in writing.[123] The Seventh Circuit has looked at Nimmer's pronouncement regarding the enforceability of non-exclusive copyright licenses and found that "Nimmer is right."[124]

{43} In order to determine whether such an implied non-exclusive license exists, every objective fact concerning the transaction should be examined to determine whether it supports such a finding.[125] Several objective inquiries can be made in this regard, including an assessment of whether the delivery of the copyrighted material was without warning that its further use would constitute copyright infringement.[126] It may also be instructive to turn to patent law, where courts have more fully developed methods for determining whether or not an implied license exists. An implied license to use a patent arises out of objective conduct by a party which a reasonable person can regard as indicating that some type of agreement has been reached.[127]

{44} Federal courts have used the implied non-exclusive license doctrine to defeat infringement claims in a wide variety of settings. In McLean Associates, Inc. v. Wm. M. Mercer-Meidinger-Hansen,[128] for instance, the creator of computer software brought a copyright infringement action against the corporation that had formerly employed him. The court held that the evidence supported the finding that a non-exclusive license could be construed from the circumstances.[129] Another court found a right to reproduce and sell sound recordings of musical competitions where no written agreement existed based on the theory of implied license.[130] In another case, a book author was held to have granted a non-exclusive license for another author to use portions of the book when he allowed the other author a chance to review and revise the manuscript.[131]

{45} Authors of a vast majority of World Wide Web materials intend their material to be publicly accessible. While there is no doubt that most of that material is, by default, subject to copyright protection, it is almost certainly the case that a non-exclusive implied license protects individuals engaged in basic Web browsing activities that would otherwise be considered infringing. For instance, in order to view a document on the Web at all, a copy must be transmitted to the viewer's computer, placed in memory, interpreted by browsing software, and displayed on the viewing party's video display. Taken out of context, this process, in and of itself, seems to involve a series of acts that might infringe.[132] But these activities are central to the functionality of the Web in the first place. Finding that they are infringements would create an infringement when users browsed materials in a way the owner specifically intended, a seemingly absurd result.[133]

{46} An analogous situation exists with computer programs that must be "copied" into a computer's memory in order to be executed. Federal courts, when faced with these situations, have held that this process involves a duplication for purposes of the copyright statute."[134] However, recognizing that this posed problems for the very functionality of computer software, and would make it illegal to use the software in the first place,
Congress enacted a specific provision of the copyright statute to allow individuals to copy computer programs where the copy is created "as an essential step in the utilization of the computer program in conjunction with a machine and that it is used in no other manner."[135] That provision goes on to authorize the creation of archival or back-up copies.

{47} With this rationale in mind, one commentator has argued that copying Web pages falls under the Section 117 protection.[136] Recognizing that a strict reading of the copyright statute means that copying, distribution and display occur when in the process of browsing the World Wide Web, he notes that the [World Wide Web page] is then transmitted through the computer network and 'fixed' in a RAM of the user's computer. The work has now been reproduced, implicating the Section 106(1) right of the copyright holder if the user then saves the transfer work onto his hard disk, assuming the transfer of the work was an authorized one, the copy on the hard disk is an archival copy authorized by Section 117.[137]

{48} The only caveat to this is that if the reproduction is a work that is already an infringing copy, or if the reproduction by transmission would be in excess of the rights allowed by the copyright holder, then any copies made would be infringing ones.[138] If one assumes, however, that no owner puts material on the Web which is not intended to be transmitted to users all over the world, the initial transfer is not in excess of the rights allowed by the owner.[139]

{49} It is not clear that the language of Section 117 supports this reasoning. Even if Section 117's unique protection for computer software does not apply to Web material, it lends support, by analogy, to the idea that implied non-exclusive licenses exist which authorize the duplication, distribution and display of that material. Section 117 is, in some respects, nothing more than a codification of what would otherwise be an implied non-exclusive license.

{50} The relatively few commentators who have analyzed the applicability of the implied license doctrine to on-line materials have recognized that it must have wide reaching consequences.[140] One commentator concludes that much of the material distributed over the Internet is made available for free, and that accessing, and even storing it can come within the scope of creator's implicit or explicit license to the reader. [141] Others contend that the doctrine of implied consent as applied to on-line materials would "appropriately allow the transmission and copying necessary to facilitate their use within the electronic realm."[142] Of course, there are important questions remaining on the exact scope of the implied license that might be involved here, and the analysis is a fact intensive one. Still, the implied license doctrine will undoubtedly legitimize most end-user activities browsing activities in such a way as to shield the linking party from a contributory infringement claim.

B. The Fair Use Defense

{51} Not every use of a copyrighted work is a violation of the law. The statutory notion of fair use was developed to cover situations where reproducing or using an owner's work is not harmful to the owner, and the ability to do so is an important part of public discourse.[143] The fair use doctrine acts as a shield against copyright liability in these instances.

{52} There are four basic statutory elements to a fair use defense: (1) the purpose and character of the use (including whether the use is commercial or non-commercial in nature); (2) the nature of the copyrighted (original) work; (3) the amount or proportion that was taken or copied; and (4) the economic impact of the use on the copyright owner of the original work.[144]

{53} Fair use analysis turns on an examination of the equities involved in the defendant's use, making the analysis "so flexible as virtually to defy definition."[145] Nonetheless, courts have repeatedly applied the four factors to invalidate infringement claims where the defendant's actions would otherwise constitute
infringement, and the statute itself was intended to memorialize the judicial doctrine that had been developing in the common law at the time of its inception.[146]

{54} One might argue that many WWW activities that would otherwise constitute an infringement may be protected as fair uses under Section 107. This is due to the nature of the Web, where, "if the document is made freely available for copying in the first place, it is not necessary to inquire whether private copying was a fair use: fair use excuses prima facie infringements, and where the copying was permitted, there is not even prima facie infringement."[147]

{55} In *Sony Corp. v. Universal City Studios*[148], the United States Supreme Court recognized that, with the new electronic media copyright, owners sometimes find nothing objectionable about what would otherwise be viewed as violations or infringements of their rights, thus, supporting a finding that such activities constitute fair use.[149] In *Sony*, the court reviewed the status of programs designed to be broadcast on television and noted that many important producers of national and local television programs find nothing objectionable about the enlargement of the size of the television audience which results from the practice of time-shifting for private home use.[150] The court went on to point out that "the user of the copyrighted work is not required to pay a fee for access to the underlying work."[151] The court seemed to recognize that the traditional method by which copyright owners capitalize upon advertiser sponsored free public broadcast over the public airwaves is predicated upon the assumption that compensation for the value of displaying the works will be received in the form of advertising revenues.[152] The court concluded that because the public had been "invited to witness [the programs in their] entirety free of charge," copying them for time-shifting purposes was a "fair use" of the copyrighted work.[153]

{56} Similarly, most of the World Wide Web is freely accessible to the public. Owners of materials placed on the Web presumably want users to view them, and it seems likely that browsing activities, might be deemed non-infringing as fair use.[154] As one court has already observed, "absent a commercial or profit-depriving use, digital browsing is probably a fair-use."[155] In fact, there are strong policy arguments to support such a conclusion.[156] Thus, in the linking scenarios at issue here, it seems reasonable to conclude that, usually, the end-user's browsing activities seem to constitute fair use, even if they are browsing "through" an unauthorized link.

{57} However, unlike the copy made during simple browsing, that is "only necessary because humans cannot otherwise perceive digital information,"[157] the act of unauthorized linking itself might implicate more blatant commercial interests. This makes a fair use defense much less likely to be successful in some linking scenarios, since of the four fair use factors, the effect of the use upon the potential market is the most important.[158] This is important because an unauthorized link might not conform with the intended revenue generation scheme that the author of the original work had in mind.[159] For instance, one could imagine the publisher of a WWW-based newspaper placing advertising material on the "front page" but not on the subsequent articles. This is a viable revenue generator only if the users peruse the pages in order (they at least need to see the first page to see the ads). An unauthorized link directly to a subsequent article, however, would display the content without the user having been exposed to the front page's advertisements. The situation is worse if you imagine that the potential advertiser has the option of placing an ad with not only the newspaper, but also with a service like TotalNEWS, that envelopes the content of others in its own advertisements, a blatantly competitive commercial use. Where this type of economic effect on the ability of the author to make a profit off of his copyrighted work is apparent, it seems hard to imagine a court deeming the unauthorized linking itself a fair use.[160]

{58} Since, as noted above, the end user's activities are presumably less commercially motivated, the fair use defense is much more applicable when assessing whether or not the end user's browsing infringes. As such, while the linking party itself might not be able to defend its actions on fair use grounds, if the direct infringement assertion against the end user fails because of the fair use defense, then the contributory
VI. Other Potential Basis of Liability

{59} There are other intellectual property doctrines that may prove relevant to unauthorized linking scenarios and give rise to a civil cause of action. A plaintiff might assert claims under the Lanham Act for trademark infringement, dilution, or false designation. Barring preemption, a plaintiff might also turn to a cause of action based on state common law theories including misappropriation, unfair competition, and contract.

A. Lanham Act

Trademark Infringement

{60} Section 32(1) of the Lanham Act allows a plaintiff to recover for trademark infringement if he can prove that the defendant used a "reproduction, counterfeit, copy, or colorable imitation of a registered mark in connection with the sale, offering for sale, distribution, or advertising of any goods or services" without consent of the mark's owner, and which causes or is likely to cause confusion.

{61} Generally, courts require the plaintiff to prove only that he owns the prior rights in the mark and that the defendant's use of the mark is likely to cause consumer confusion, deception, or mistake. In determining whether the use is likely to cause consumer confusion, the courts will generally weigh seven factors: (1) the degree of similarity between the marks in appearance and suggestion; (2) the similarity of products or services for which the name is used; (3) the area and manner of concurrent use; (4) the degree of care likely to be exercised by consumers; (5) the strength of the complainant's mark; (6) actual confusion; and (7) an intent on the part of the alleged infringer to palm off his products as those of another.

{62} An unauthorized linking scenario seems likely to involve potential trademark liability if the linking party's site incorporates marks belonging to the party to whom he is linking. The link alone is probably not enough. However, where the link in question is of the invoke-to-load type, it is not uncommon for the link to be designated by an icon or "clickable" text that informs the user about what can be found when the link is actually invoked. If the icon is a copy or colorable imitation of a trademark, it is possible that a user could be confused as to whether the linking party is associated with the complainant. An auto-load link alone might not implicate trademark directly, since the linking party does not need to use a copy or colorable imitation, but rather only provides a URL enabling the end user to manipulate the plaintiff's mark. If the linking party uses the plaintiff's mark in some independent manner, liability may attach as it would in other contexts.

{63} Section 33(b)(4) of the Lanham Act sets out a defense to a trademark infringement action for "use, otherwise than as a mark, of the party's individual name in his own business, or of the individual name of anyone in privity with such party, or of a term or device which is descriptive of and used fairly and in good faith only to describe the goods or services of such party, or their geographic origin...." This defense represents the principle that parties should not be able to appropriate descriptive language by way of trademark registration. Courts have generally required a three-part showing to establish this defense, viz., (1) good faith, (2) non-trademark use, (3) of a term accurately describing the defendant's goods or services.

{64} In order to establish the defense, the defendant must show that his use of the mark is descriptive. To determine the character of the use, courts measure the use against the idea that "if the mark imparts
It is not, however, a requirement that a descriptive term depict the product itself, but only that the term refer to a characteristic of the product.

"The true test [of descriptiveness] is one of consumer perception--how is [the term] perceived by the average prospective consumer?"

Finally, the Ninth Circuit has created the "nominative fair use defense." Judge Kozinski, writing for the court, stated that where the defendant uses a trademark to describe the plaintiff's product, rather than its own, we hold that a commercial user is entitled to a nominative fair use defense provided he meets the following three requirements: First, the product or service in question must be one not readily identifiable without use of the trademark; second, only so much of the mark or marks may be used as is reasonably necessary to identify the product or service; and third, the user must do nothing that would, in conjunction with the mark, suggest sponsorship or endorsement by the trademark holder.

Dilution

The Federal Trademark Dilution Act of 1995 ("Dilution Act") created a new federal cause of action in Section 43(c). The law, effective as of January 16, 1996, entitles an "owner of a famous mark" to injunctive relief against another's commercial use of the mark if the "use begins after the mark has become famous and causes dilution of the distinctive quality of the mark." In order to prevail on its dilution claim under federal law, a plaintiff must demonstrate (1) ownership of a distinctive trade dress or famous mark, and (2) actual dilution. The statute also requires the defendant's use to be "commercial" and "in commerce," reflecting "the fact that the bill, like the Lanham Act itself, requires some aspect of interstate commerce to be present before the dilution provision can be triggered."

This language mirrors traditional state dilution analysis, under which dilution can generally be founded through establishing blurring or tarnishment. Tarnishment is generally said to occur when the plaintiff's famous mark will suffer negative associations through a defendant's use of the mark in connection with shoddy goods or unseemly, lewd, or obscene activities. Blurring occurs where "the defendant uses or modifies the plaintiff's trademark to identify the defendant's goods and services, raising the possibility that the mark will lose its ability to serve as a unique identifier of the plaintiff's product." As with trademark infringement, the key to assessing a linking party's liability lies in determining whether the act of providing the link, in and of itself, constitutes the requisite "use" under the statute. Recognizing that trademark law and the Dilution Act seek to protect the same subject matter (marks) from differing harms (doing business on another's reputation and dilution of the mark, respectively), it would appear that "use" is the same under both theories. It therefore appears that, in the case of unauthorized linking, creating a link that incorporates a famous mark, the use of which is commercial, in commerce, and causes dilution, would be proscribed by the Dilution Act.

Under this analysis, the creator of the Dilbert Hack Page would likely escape liability, for, while the Dilbert mark is certainly famous and this use will likely cause blurring dilution, the use is neither commercial, nor in commerce. TotalNEWS, however, seems likely to incur liability under such a claim. At least some, if not all, of the marks used by TotalNEWS on its page, as first presented to the viewer, are famous. Moreover, the commercial use in commerce elements appear to be met by virtue of the advertising revenue generated by the page. Finally, the use of the famous marks will almost certainly cause dilution as
defined by the statute. If, however, TotalNEWS were to avoid actually incorporating the marks into its own HTML, instead, using generic references to the linked sites that do not actually "use" the mark, then there might not be the requisite use, thereby escaping liability.

False Designation

{70} The Lanham Act also creates a statutory tort allowing recovery for false designations of origin and false representations in Section 43(a). In general, a defendant is liable for false designations of origin and false descriptions if his conduct is likely to cause confusion, or "in commercial advertising or promotion, misrepresents the nature, characteristics, qualities, or geographic origin of her or another person's goods, services, or commercial activities." The plain language of the statute indicates that likelihood of confusion is not a required element for a claim to false designation under the statute's "false or misleading" language. On the other hand, if likelihood of confusion is shown, the statute does not require the plaintiff to prove the falsity of the defendant's representation. In practice, a false representation claim arises when a trademark or name or distinguishing characteristics of a product or service is used in a false or deceptive manner, either to the misrepresented fact or to the association between the advertiser and mark owner.

The statute is broadly construed and covers both registered and unregistered marks.

{71} Unlike trademark infringement and dilution, the false designation provision of the Lanham Act may have the flexibility to encompass unauthorized linking activities like those described here. Where an unauthorized link involves framing, for instance, it seems very possible that, absent clear disclaimers, confusion might occur. As one court noted when looking at a situation where one website framed another, "in short, a visitor to [the linking] site could easily have the impression that they were actually at [the other] site."

B. State Common Law Claims

Misappropriation

{72} Misappropriation is a type of unfair competition recognized by the United States Supreme Court in which the plaintiff complains of unauthorized appropriation by a competing defendant of property in which the plaintiff has invested substantial time, skill, and money. While early cases held that federal law preempts state common laws providing protection for facts, some modern courts have held that Section 301 of the 1976 Copyright Act does not preempt state law protection of facts.

{73} Before its decision in *Erie R.R. Co. v. Tompkins*, the United States Supreme Court held in *International News Service v. Associated Press* that under general federal common law, misappropriation of "hot news" was unfair competition and, hence, actionable. There, the defendant, *I.N.S.*, was pirating news stories originally published by *A.P.* The Court upheld an order barring the defendant from such action, noting that "[the news developed by AP at significant expense] has all the attributes of property necessary for determining that a misappropriation of it by a competitor is unfair competition because contrary to good conscience."

{74} While *Erie* may cast some doubt on the continued viability of *I.N.S.* in federal law, the misappropriation type of unfair competition claim lives on in state courts. Indeed, as the recent Second Circuit decision in *National Basketball Association v. Motorola* indicates, misappropriation as a cause of action still survives in some form. In that action, the National Basketball Association sued Motorola for unauthorized use (in this case rebroadcast) of professional basketball game scores during the course of the game. The court held that a "hot news" misappropriation claim lies only where the following elements are present: (1) the plaintiff generates or collects information at some cost or expense, (2) the value of the information is highly time-sensitive, (3) the defendant's use of the information constitutes free-riding on the plaintiff's costly
efforts to generate or collect it, (4) the defendant's use of the information is in direct competition with a product or service offered by the plaintiff, and (5) the ability of other parties to free-ride on the efforts of the plaintiff would so reduce the incentive to produce the product or service that its existence or quality would be substantially threatened. [205]

Interestingly, even the whittled-down misappropriation claim recognized by the Second Circuit may face constitutional preemption. First, such state protection of facts and ideas may so offend the federal statutory scheme embodied in the 1976 Act as to require its preemption under the Constitution's Supremacy Clause. [206] Second, as Professor Goldstein notes, "state protection of ideas and facts may in certain cases offend constitutional provisions, specifically the first amendment's guarantee's of free speech and press as incorporated by the fourteenth amendment." [207] This latter theory of preemption would seem to make sense here, as the first element set out by the Second Circuit requires that the plaintiff have collected or generated information at some cost to himself. "Information" would seem to indicate first amendment protected facts or ideas. While one might argue that "information" also encompasses the expression of ideas, the second element's requirement that the information be "highly time-sensitive," seems to support the notion that "information," as used by the court, includes only facts or ideas, as it is difficult to imagine how expression would be "highly time-sensitive." The copyright statute was crafted to exclude protection for such "information," and it seems plausible that any scheme that works as an end-around to the copyright statute is subject to critical review under preemption doctrines. [208]

Notwithstanding preemption problems, though, the surviving state law misappropriation theory may provide relief in some cases of unauthorized linking. In fact patterns like the Dilbert Hack page, however, the fact that United Feature Syndicate (UM) and Mr. Wallach were not in competition precludes recovery by UM under a misappropriation claim. The TotalNEWS scenario seems a more likely candidate for misappropriation. The plaintiffs there could likely show that they collect and generate highly time-sensitive information (news). TotalNEWS' use of this information to generate advertising revenues seems to constitute "free-riding" on the plaintiffs' efforts. Moreover, TotalNEWS' use of this information to generate advertising revenue appears to be in direct competition with the plaintiffs' generation of such revenue, even though the two are not in direct competition in the news gathering field. Finally, the case could be made that TotalNEWS' free-riding would act as a disincentive against the continued existence of the plaintiffs' news gathering services or, at a minimum, their quality would be substantially threatened. Presumably, the loss of advertising revenue to a TotalNEWS-like competitor would at least have an adverse affect on the quality of the plaintiffs' news gathering efforts. TotalNEWS could be said to be "endeavoring to reap where it has not sown . . . in order to divert a material portion of the profit from those who have earned it to the those who have not . . ." [209]

Passing (Palming) Off

As noted above, state common law unfair competition claims generally track the requirements for recovery under Lanham Act § 43(a). [210] The two elements which must generally be established in order to sustain a cause of action for passing off are: (1) plaintiff's use of its trade name has acquired a secondary meaning; and (2) the similarity of the name used by the defendant's place of business would be likely to confuse the public. [211] Since, generally, "the same facts which would support an action for trademark infringement would also support an action for unfair competition," [212] much of the analysis in the trademark infringement discussion above would apply here as well.

Contract

Since federal copyright law denies protection for ideas, some plaintiffs will be forced to turn to state law for relief. By contract, parties can protect both those subject matters within and without the realm of the Copyright Act. According to the Seventh Circuit, at least, some contracts to protect intellectual property
avoid preemption and are viable. There, the court upheld the viability of "shrinkwrap" licenses governing commercial software products. By analogy, a license on a web page that plainly, and within the dictates of contract law, provide for viewing of the web product only upon acceptance of the terms of the license might be argued to create a valid and enforceable contract between the parties that allows certain uses of the copyrighted material at issue to be deemed a breach of contract.

{79} Given that the end-user, not the linking party is manipulating the material, such terms would govern the user's actions, not the linking party's. If those terms prohibit the end user from viewing or loading the materials via unauthorized links, then, arguably, the implied license to engage in normal browsing activities is limited in such a way as to make the direct linker a direct infringer in some cases. If that occurs, then the linking party becomes subject to a claim of contributory infringement of both the participatory and means-to-infringe varieties based on the users' underlying infringement.

VII. Conclusion

{80} As Ethan Katsh points out in his insightful book, Law in a Digital World, "The new [digital hypertext] environment, in which there are new links, new opportunities to communication and new tools for creating, is one that encourages changes in how we look upon created works and in how we describe and think about them." Perhaps, as some have suggested, the focus should not be on copyright and established intellectual property at all, but rather on the nature of the use and the author's ability to control it. There are, for instance, technologies that a site owner can employ to block unauthorized linking without turning to legal recourse. We might rely upon more sophisticated technologies that effectively protect the author's interests in copyrighted material by more precisely tracking, and accounting for the public's use of the material. In a world where traditional legal doctrines break down, there is at least some temptation to turn to this sort of self-regulation as a means of maintaining order. This temptation, however, may ultimately prove to be shortsighted, as such private ordering schemes might have unintended consequences that threaten fundamental freedoms. Whether it is through a restructuring of current intellectual property law principles, or some more imaginative solution, it seems hard to imagine that an activity as fundamental as linking will be left clouded in legal uncertainty for too long. But, as seen here, the current intellectual property framework strains, at best, to provide the analytical tools necessary to address the issue.
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[66] See Playboy Enterprises, Inc. v. Webbworld, Inc., 968 F.Supp. 1171 (N.D. Tex. 1997)(Webbworld I) and Playboy Enterprises, Inc. v. Webbworld, Inc., No. CIV. 3-96-CV-3222-H, 1997 WL 817312 (N.D. Tex. Dec. 11, 1997)(Webbworld II). In the Webworld opinions, the court held the defendants liable as direct infringers based on the behavior of their software, which was programmed to automatically collect images from USENET (public discussion forums on the Internet) and make them available via the defendant's WWW site. Webbworld II, at 2. Included in some of the images processed were copyrighted photographs from Playboy magazine. Id. at 3-4. The reasoning is problematic on a number of grounds. As clearly recognized by the court in Webworld II, the actual "copying" at issue occurred as part of an automated process that resulted in between 5,000 and 10,000 images being transferred from the USENET discussion forums to the Webbworld WWW site. Id. at 3. The defendants did not select the images, nor were they necessarily even aware of the existence of a handful of infringing images processed in this way. The courts mistakenly equated the acts of the automated software employed by the Webbworld defendants as their own acts. Id. at 6. Or, at best, when it recognized the defendants' lack of direct control of the infringing activity, brushes it aside. Webbworld I, 968 F. Supp. 1171, at 1175 ("Even the absence of the ability to exercise such control, however is no defense to liability"), Webbworld II at 6 ("…having developed and launched the [] software for commercial use [they] cannot now evade liability by claiming helplessness in the face of its 'automatic' operation."). In fact, the right approach would include a recognition that the software, though written and initially launched by the defendants, functions here in the role of the direct infringer. Like the defendant in Netcom, the defendants in Webbworld cannot be treated as direct infringers as they did not have the requisite volition to copy that is required of direct infringers. see Cavazos, supra note 65, at 16; Religious Technology v. Netcom On-Line Communications, Inc., 907 F.Supp. 1361, 1372 (N.D. Cal. 1995) (questioning whether "mere possession of a digital copy on a BBS that is accessible to some members of the public constitutes direct infringement). Instead, they should be treated as contributory infringers so that important questions regarding their knowledge of the software's infringing activities can play a role in assessing their liability. Normally, of course, acts that constitute the necessary direct infringement upon which to base a contributory infringement claim are committed by humans. Here, however, this novel problem of the missing direct infringer is surely what leads the courts to conflate the role of direct infringer and contributory infringer and hold the Webbworld defendants liable as direct infringers.


[68] While an authoritative opinion directly on point cannot yet be found in the United States, an interesting opinion was issued in October 1996 in Scotland, granting an interim interdict against a defendant newspaper that was linking to the stories of its competitors. What the Judge Said in "The Shetland Times" Case, (visited Feb. 28, 1998) <http://www.shetland-news.co.uk/opinion.html>.
In contrast, the Patent Act defines anyone who actively induces or contributes to another's infringing activity as an infringer. Sony Corp. of America v. Universal City Studios, Inc., 464 U.S. 417, 434 (1984). Contributory copyright infringement is acknowledged as having been influenced by the Patent Act, Alfred P. Ewert & Irah H. Donner, Will the New Information Superhighway Create "Super" Problems for Software Engineers? Contributory Infringement of Patented or Copyrighted Software-Related Applications, 4 Alb. L.J. SCI. & TECH. 155, 187 (1994) (stating that "[t]he doctrine of contributory copyright infringement appears to have been borrowed ...from the contributory patent infringement doctrine").


Lewis Galoob Toys, Inc. v. Nintendo of Am., Inc., 780 F.Supp. 1283, 1298 (N.D. Cal. 1991) ("[a]bsent direct infringement, there is no contributory infringement").


Libraries, while serving as good examples, need not actually worry about this type of liability since they may be exempt from liability for the infringing conduct of those who use the library reproduction equipment unsupervised. See 17 U.S.C.A. § 108(f)(1) (West 1996).

The court incorrectly stated that in the intellectual property context vicarious liability and contributory infringement are one and the same. Id. at 228 n.8. The court, however, applied the Sony analysis.

847 F.2d 255 (5th Cir. 1988).


Id. at 401.

Id. at 401-02.

Id.

443 F.2d 1159 (2d Cir. 1971).

Gershwin, 443 F.2d at 1160-61.

Id. at 1162-63.

Id. at 1163.

76 F.3d 259 (9th Cir. 1996).


See id. at 1494.

See id. at 1496.

Id. at 1496.

Id.

Fonovisa, 75 F.3d at 264.

Which, we argue, they usually do not. See infra Section V.

See Niva Elkin-Koren, Cyberlaw and Social Change: A Democratic Approach to Copyright Law in Cyberspace, 14 Cardozo Arts & Ent LJ 215, 272 n. 231 (1996) ("It is arguable that a link is very similar to a bibliography entry. It refers users of one document to other documents that may be relevant. It also provides the location of further information"). Interestingly, under U.S. defamation law it has been held that merely telling another where they may find defamatory information is not, in itself, defamation. See MacFadden v. Anthony, 117 N.Y.S.2d 520 (N.Y. Sup. Ct. 1952) (radio commentary calling attention to allegedly libelous article without repeating any of the allegedly defamatory matter was not a republication or publication of a libel). Not all jurisdictions follow this logic, though, and the opposite may be true in Germany where Berlin prosecutors recently accused a left-wing politician with telling others, through a link on her web page, where they could find an illegal publication (a felony). The specific charge was "disturbing the public peace by distributing texts which sanction dangerous offenses against the public." Yahoo News Page, (visited Feb. 28, 1998) <http://www.yahoo.com/headlines/970120/tech/stories/germany_1.html>.
One could imagine, however, an unauthorized linking fact pattern where the linking party could defend on substantial non-infringing use grounds. For instance, some sites randomly generate a URL to which a user can link. Imagine one that did this via an auto-load or framed environment. Most of the time, because of the defenses available to the user against a direct infringement claim noted in section V, the user will not be infringing when viewing the copyrighted material on this type of site. However, even if the user's browsing of a particular page in this way was deemed an infringement based on some specific facts related to the copyrighted site at issue, at least as against a means-to-infringe claim, the linking party seems to be protected by substantial non-infringing use. That is because it seems unlikely that every URL generated by the random URL generator would result in a link to a page that, when viewed by the user, would be an infringement. (Some pages might be public domain, or specifically authorize this type of browsing, for example.) Accordingly, the instrumentality at issue (the link) has substantial non-infringing use (linking to pages where no infringement results).

However, the direct infringer need not be a party to the suit, 3 M. Nimmer and D. Nimmer, Nimmer on Copyright §12.04[A][3][a] (1996).

A third defense might revolve around the "first sale" doctrine, which gives legitimate holders of a copyrighted work latitude to sell or otherwise dispose of the physical copy to others. 17 U.S.C.A. §109(a) (West 1996). However, there are serious questions about the first sale doctrine's applicability to digital transmissions. For instance, one argument is that, since a new copy made during the electronic browsing process occurs before the old is one is deleted, the first sale probably does not apply. Johnson, supra note 44 see also Elkin-Koren, supra note 106, at 277 ("Since the first sale doctrine applies to distribution of physical copies, it remains unclear whether the doctrine applies to on-line transmission").


17 U.S.C.A. § 101 (West 1996); see also I.A.E., Inc. v. Shaver, 74 F.3d 768 (7th Cir. 1996) (holding that even though the statute invalidates any transfer that is not in writing, the copyright act also explicitly removes the non-exclusive license from the writing requirement).


Id.; Effects Associates, 908 F.2d at 559; Avtech Sys., Inc. v. Peiffer, 21 F.3d 568, 574 n.12 (4th Cir. 1994).


Id., § 10.03[A], n.19.

I.A.E., Inc. v. Shaver, 74 F.3d at 775; Pinkham v. Sara Lee Corp., 983 F.2d 824, 831 (8th Cir. 1992) (unlike an exclusive license, an authorization can be given orally or implied from conduct.)

Gracen v. Bradford Exchange, 698 F.2d 300 (7th Cir. 1983).
See id. at 303.

Effects Associates, 908 F.2d at 559 n.6.; I.A.E., Inc. v. Shaver, 74 F.3d 768, 776 (7th Cir. 1996).


952 F.2d 769 (3rd Cir. 1991).

See id.

Pam Filoff v. Giant Records, Inc., 794 F.Supp. 933 (N.D. Cal. 1992) (the court held that the Copyright Act's provision requiring a written transfer of copyright ownership was not satisfied by a recording agreement (which did not transfer any ownership rights) and an unsigned document).


See Lemley supra note 43.

See JOHN BROCKMAN, DIGGERATI 136 (1996) (quoting David Johnson). The exception to this general rule involves password protected sites such as subscription sites. However, since it would do no good for the linking party to link to such sites, as the user would not have the password, those facts are not considered here.


Id. at 34.


This may be an invalid assumption, see infra note 156.

For an early look at the doctrine, see EDWARD A. CAVAZOS AND GAVINO MORIN, CYBERSPACE AND THE LAW: YOUR RIGHTS AND DUTIES IN THE ON-LINE WORLD 59 (1994) (discussing the scope of implied license to materials "posted" to on-line discussion groups).

See Jane C. Ginsburgh, Putting Cars on the "Information Superhighway": Authors, Exploiters and Copyright in Cyberspace, 95 Colum. L. Rev. 1466, 1477-78 (1995).

While the economic threat described here is undoubtedly a motivating factor behind potential unauthorized linking claims, it should be noted that other motivations might exist. The owner of a site might want to limit the number of hits to a site to prevent overloading the capacity of the WWW server from which the material is disseminated. Alternatively, a copyright owner might be inclined to make a claim involving unauthorized linking if the linking party is an entity to whom the copyright owner does not want to be associated. See generally 2 PAUL GOLDSMITH, COPYRIGHT: PRINCIPLES, LAW AND PRACTICE § 10.2.1.2, at 208 (1989 & Supp. 1994) (noting circumstances, such as those involving parodies, where copyright owners might be reluctant to license their works).
carried presumptive force against a finding of fairness, the presumption would swallow nearly all of the illustrative uses listed in the preamble paragraph of 107, including news reporting, comment, criticism, teaching, scholarship, and research, since these activities are generally conducted for profit in this country.

While the Copyright Act provides for criminal sanctions, such penalties are only available when the infringement is performed "willfully and for purposes of commercial advantage or private financial gain." 17 U.S.C.A. § 506(a)(1) (West 1996). Attempts to circumvent the Act's criminal provision, and its attendant defenses, in this context have been resoundingly rebuffed by the courts as inapplicable. See U.S. v. LaMacchia, 871 F. Supp. 535 (D. Mass. 1994) (dismissing federal wire fraud charges against defendant alleged to have been involved in software piracy); State v. Perry, Appeal No. C-960297, 1997 WL 71299 (Ohio Ct. App., Feb. 12, 1997 (holding that the sysop of a "pirate" BBS could not be prosecuted under state criminal laws as those laws are preempted by the Copyright Act).


There are two ways that a state law might be preempted, statutory preemption and constitutional preemption. Statutory preemption emanates from § 301(a) of the copyright Act, which sets out three requirements, all of which must be satisfied, in order to deem a state intellectual property law preempted. First, the state right under scrutiny must be "equivalent to any of the exclusive rights within the general scope of copyright as specified by section 106." 17 U.S.C.A. § 301(a) (West 1996). Courts find that a state right is equivalent, and the first requirement satisfied, if (1) the right is within the scope of one or more of the exclusive rights listed in section 106, and (2) the state law requires proof of nothing more than the Act requires to prove infringement of one of those exclusive rights. Computer Assoc. Int'l, Inc. v. Altai, Inc., 982 F.2d 693, 716 (2d Cir. 1992). Second, the particular work to which the state law claim is being applied must fall within the type of works protected by the Act under §§ 102 and 103. 117 U.S.C.A. § 301(a) (West 1996).

Constitutional preemption under the U.S. Constitution's Supremacy Clause, Article VI, occurs when a state law conflicts with the federal statutory scheme in such a way as to make it impossible to comply with both laws (state and federal) or if the state law operates as an obstacle to the accomplishment of the "full purposes and objectives of Congress." California Fed. Sav. & Loan Ass'n v. Guerra, 479 U.S. 272, 281 (1987).

For an interesting discussion of these two types of preemption, the reader is invited to read Professor Mark Lemley's amicus brief (prepared for the American Committee for Interoperable Systems) in the ProCD, Inc. v. Zeidenberg, 86 F.3d 1447 (7th Cir. 1996). Appellees Amicus Brief available in <http://www.complaw.com/lawlibrary/brief.html>.


See Dorr-Oliver, Inc. v. Fluid-Quip, Inc., 94 F.3d 376 (7th Cir. 1996).

See McGraw-Edison v. Walt Disney Prod., 787 F.2d 1163, 1167-68 (7th Cir. 1986).


See Car-Freshner Corp. v. S.C. Johnson & Son, Inc., 70 F.3d 267, 269 (2nd Cir. 1995); Sands, Taylor &
Wood Co. v. Quaker Oats Co., 978 F.2d 947, 951 (7th Cir. 1992).


[174] See Forum Corp. v. Forum, Ltd., 903 F.2d 434, 444 (7th Cir. 1990)


[179] An interpretive problem concerning the Dilution Act, viz à viz the requirement of actual confusion versus the likelihood of confusion required under many state statutes, is highlighted by the recent decision in Intermatic Inc. v. Toeppen, 947 F.Supp. 1227 (N.D. Ill. 1996). Plaintiff Intermatic sold electrical and electronic products under federally registered trademarks. Defendant Toeppen registered the domain name "intermatic.com." Intermatic sued Toeppen for trademark infringement, trademark dilution, and unfair competition. While the court correctly cited the Dilution Act in stating that a trademark owner is entitled to injunctive relief if the defendant's commercial use "causes dilution" of their famous mark (Intermatic, 947 F.Supp. at 1237-38, emphasis added), the court then held that a federal cause of action requires only that the plaintiff show the defendant's use is likely to cause dilution (Id. at 1238, emphasis added). This holding evidences a clear misreading and misunderstanding of the standard required by the Dilution Act ("actual dilution"), substituting in its stead the less stringent standard ("likelihood of confusion") contained in many state anti-dilution acts.


[183] See Hormel Foods Corp. v. Jim Henson Prods., Inc., 73 F.3d 497, 506 (2d Cir. 1996) (under the New York antidilution statute, likelihood of dilution can be established by a showing either of blurring or tarnishment); Deere & Co. v. MTD Prods., Inc., 41 F.3d 39, 41 (2d Cir. 1994) (advertiser's alteration of competitor's trademark in comparative advertising was a violation of New York's antidilution statute, in that the altered mark created risk that consumers would come to attribute unfavorable characteristics to mark and ultimately associate mark with inferior goods and services).

[184] See Hormel, 73 F.3d at 507.

[185] Deere v. MTD Products, 41 F.3d 39, 43 (2d Cir. 1994).

[186] It is noted that as of March 1997, the TotalNEWS site does not employ graphic trademarks from other news sources, using instead text wording to construct their remote invoke-to-load links. See TotalNEWS Home Page (visited Feb. 28, 1998) <http://www.totalnews.com/>.

See id. at 1125(a)(1)(a).

Id. at 1125(a)(1)(b).

See Dallas Cowboys Cheerleaders, Inc. v. Pussycat Cinema, Ltd., 604 F.2d 200 (2nd Cir. 1979) (the court prohibited defendants (Pussycat Cinema) from distributing or exhibiting the film "Debbie Does Dallas," a film featuring a performer in a uniform strikingly similar to one worn by plaintiff's cheerleading group, and that the association resulted in confusion which had a tendency to impugn plaintiff's services and injure plaintiff's business reputation).


See Warner Brothers, Inc. v. Gay Toys, Inc., 658 F.2d 76, 78 (2nd Cir. 1982); New West Corp. v. NYM Co. of California, Inc., 595 F.2d 1194, 1198 (9th Cir. 1979).


See, e.g., Sears, Roebuck & Co. v. Stiffel Co., 376 U.S. 225, 231-2, reh'g denied, 376 U.S. 973 (1964) (holding that states cannot create rights protecting objects falling under Congress' copyright and patent power, but failing to qualify for federal protection under the copyright and patent statutes); Compco Corp. v. Day-Brite Lighting, Inc., 376 U.S. 234, 237, reh'g denied, 377 U.S. 913 (1964) (holding that when an article is unprotected by federal patent or a copyright law, a state law may not forbid others from copying that article); Hoehling v. Universal City Studios, Inc., 618 F.2d 972, 980 (2nd Cir. 1980), cert. denied, 449 U.S. 841 (1980) (holding that under the constitutional preemption doctrine, state law can not protect facts).

See, e.g., Goldstein v. California, 412 U.S. 546, 559, reh'g denied, 414 U.S. 883 (1973) (ruling that states can protect subject matter coming under the constitutional provision for copyrights, but falling outside the scope of the 1976 Copyright Act); Harper & Row, Publishers, Inc., v. Nation Enters., 723 F.2d 195, 200 (2nd Cir. 1983), rev'd on other grounds, 471 U.S. 539 (1985) (where state law right "is predicated upon an act incorporating elements beyond mere reproduction or the like, the [federal and state] rights are not equivalent", thereby avoiding preemption); Universal City Studios, Inc. v. Kamar Indus., Inc., 217 U.S.P.Q. 1162 (S.D. Tex. 1982) ("Generally the same facts that would support a claim for trademark infringement or common law unfair competition will support an action under Section 43(a). But see Nat'l Basketball Assoc. v. Motorola, 105 F.3d 841 (2d Cir. 1997), cited infra note 197 and accompanying text.

304 U.S. 64 (1938) (holding that there is no general federal common law).

248 U.S. 215 (1918).

See id. at 240.

See id. at 231.

Id. at 240.